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Introduction

Beginning Ubuntu LTS Server Administration: From Novice to Professional, Second Edition
provides a complete introduction to Ubuntu Server. I wrote it for people who are new to
Ubuntu Server administration but have a solid foundation in IT. The target readers are Win-
dows administrators as well as people who are used to managing other flavors of Linux (or
UNIX). It was the goal of this book to give a no-nonsense introduction to working with
Ubuntu Server, so it provides all the basics that are needed to get you going. It also includes
many useful tips that help you do your work in a more efficient manner.

Many books about Ubuntu are presently available, but you can’t do Ubuntu Server justice
by covering both the desktop and the server version in one book. The needs of a server admin-
istrator are vastly different from the needs of a desktop administrator. So I chose an approach
that makes sense for the server administrator, and all topics are selected and organized to
make sense for your day-to-day work as a server administrator.

Who This Book Is For

This book is written for Linux administrators, whether novice or experienced, who are looking
for a quick, thorough, and authoritative introduction to daily Ubuntu Server management.

How This Book Is Structured

The book starts by describing Ubuntu Server, with a special focus on storage configuration,
which is an especially important concern when dealing with server environments. You'll

then find a quick introduction to driving Ubuntu Server from the command line, in case you
haven’t done this before. The third chapter tackles some of the common generic tasks of a
server administrator, including managing software packages and configuring a graphical user
interface. Next are chapters about file system management, Ubuntu Server security, managing
processes, and the boot procedure. The last chapter, which deals with stand-alone server
functionality, explains Bash shell scripting—in fewer than 30 pages, you'll learn everything
you ever need to know about this complex topic.

The second part of the book teaches you all about network services. First, you'll learn how
to configure and troubleshoot a network interface. Next, you'll read how to set up infrastruc-
ture services such as time services, name services, and DHCP. The following chapters discuss
managing file services, the Apache web server (including performance tuning hints and a sec-
tion on virtual hosts), and related packages such as MySQL. Finally, the last chapter provides
an overview of the approaches to running virtualization on Ubuntu Server.

Xix



XX

INTRODUCTION

Prerequisites

To get the most out of this book, you should have a computer that you can use to install
Ubuntu Server. Any Pentium-based system with 128 MB of RAM and a hard disk with at least
2 GB of free space will do fine. You also need the Ubuntu Server software, which you can
download from www.ubuntu.com. Apart from these simple elements, there are no further pre-
requisites. This book assumes no preliminary knowledge of Linux or Ubuntu.

Downloading the Code

The source code for this book is available at www.apress.com in the Downloads section of this
book’s home page. Please feel free to visit the Apress web site and download all the code there.
You can also check for errata and find related Apress titles.

Contacting the Author

The author can be reached via his web site (www.sandervanvugt.com) and by mail at
mail@sandervanvugt.com.



CHAPTER 1

Installing Ubuntu Server

You probably chose Ubuntu as a server solution because of either your gratifying experience
using it on the desktop or the raves you've heard from others about its user-friendly approach.
Accordingly, you might expect the general Ubuntu Server installation process to be fairly easy,
and indeed it is. Nevertheless, because your ultimate goal is to deploy the server in a produc-
tion environment, it’s a good idea to follow some key aspects of the installation process with
rigor, and this chapter is intended to help you do exactly that.

To keep things as simple as possible, you'll read how to complete the installation on a real
server, with no virtualization involved. You'll explore the different options presented to you
while installing Ubuntu, as well as the best choice to make to ensure that your installation is
successful.

Preparing for the Installation

Before starting the installation, you have to do a bit of preparation. First, you must make sure
that the required hardware is available. At the most basic, any PC will do, but, if you are inter-
ested in putting a real server to work, I recommend using server-grade hardware because that
kind of hardware is optimized for the tasks that servers typically perform. On such hardware,
you can install Ubuntu directly or virtualized. If you don’'t have server-grade hardware avail-
able, a standard PC is fine. In the end, it all depends on what you plan to do with your Ubuntu
Server. An Apache web server at home does have some other requirements—as a corporate
database server, for example.

In this chapter you won't learn how to install Ubuntu Server on a computer that already
has some Windows installation. The reason for this is simple: on a real server you want only
your server operating system and nothing else. Creating a dual-boot machine is cool for a
desktop operating system, but you just don’'t want that for a production server. Because your
Ubuntu Server probably has to be available at all times, it won't have any time to run anything
but Ubuntu Server. So at this point, make sure that you have the hardware available to start
the installation of a dedicated server.

Also make sure that you have the installation CD, which can be downloaded from
www . ubuntu.com. (Make sure that you select the server version of Ubuntu.) In this book, I'm
working with Ubuntu Server 8.04 LTS. The letters LTS stand for Long Term Support, which
means that this version of Ubuntu Server will have five years of support. That makes it a per-
fect server operating system to run in an enterprise environment, in which support is of the
highest importance.
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Are you looking for the latest that Ubuntu Server has to offer? You can download the latest
version of Ubuntu Server from www. ubuntu. com.

Starting the Ubuntu Server Installation Process

Have everything ready? Time to go! I assume that you already found the CD image at

www . ubuntu.com and burned it as an image to a CD. Insert the installation CD in your server’s
optical drive and boot your server. Make sure the server boots from the CD-ROM and follow
these steps to complete the installation.

1. In the installation menu that appears once the CD spins up, specify what you want to
do. Often, it will be enough to select Install to the hard disk, but in certain cases other
options are required as well. This is especially the case if you want to install in a lan-
guage other than English and you're using a keyboard different from a US keyboard. If
this is the case, use the F2 and the F3 keys to specify your language settings. The other
options are rarely used, although the F6 key hides an option that some will like: Free
software only in this menu ensures that no commercial packages are installed on your
server. Make sure that you have everything you need, select Install Ubuntu Server, as
shown in Figure 1-1, and then press the Enter key to start the installation.

Figure 1-1. In many situations, you just have to press the Enter key to start the
installation.
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Note If your graphical hardware doesn’t support displaying the full graphical menu, you might get an
installation screen that looks a little different. In that case, press F1 to see the options that are mentioned

before.

2. The next screen shows a menu-driven interface. Ubuntu Server does not have a

graphical user interface (GUI) by default because it runs on servers that are hidden in
a data center, anyway. Using a GUI would be a waste of precious system resources, so
the installation procedure itself is also text-based. In case you did not choose your
installation language in the first step of this procedure, you get another chance in the
second screen. In this book we’ll use English; if you want to install in another language,
select it from the menu that you see in Figure 1-2.

| [11] Choose language |

Please choose the language used for the ilnstallation process. This
language will be the default language for the final sustem.

This list is restricted to langusges that can currently be displayed.
Choose a language:

Albanian

Arabic

Basgue

Belarusian

Bosnian

Bulgarian

Catalan

Chinese (Simplified)
Chinese (Traditional)
Croatian

Czech

Danish

Shoip

e
Euskaraz
Eenapyckan
Bosanski
Ewarapcku
Catala
)
()

Hrvatski
Cestina
Dansk
Nederlands

Figure 1-2. If you did not specify the installation language in the boot screen, you have
another chance of selecting the language here.

. Based on the language that you selected, you'll see a list of countries (see Figure 1-3).
Select your country to make sure that other local settings are applied automatically. If
your country is not in the default list, browse to the bottom of the list and select Other,
which supplies a larger list.

Tip Ubuntu Server makes some choices for you automatically. If you want to make these choices your-
self, use the Go Back button that appears in almost every screen of the installer. This will display a more
detailed list of options that are relevant to that particular stage of the installation, and you can choose what

you want to do yourself.
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[11] Choose language |

Based on your language, you are probably located in one of these
countries or reglons.

Choose a country, territory or area:

Australia
Baotswana
Canada

Hong kKong
India

Ireland

New Zealand
Nigeria
Philippines
Singapore
South Africa
United Kingdam
United States
2 imbabwe
other

<Go Back:

Figure 1-3. If your country doesn’t appear in the default list of countries, select Other to
choose from a larger list of countries.

4. Next, you can have the installer automatically detect the keyboard that you are using.
After selecting this option, the installer will ask you to use some keys on your keyboard;
based on the keys you use, the installer will determine the correct keyboard setting. If
you don't want to use this feature, click No from the screen that you see in Figure 1-4,
and select your keyboard type from the list displayed next.

[!] Ubuntu installer main menu

You can try to have your keyboard lavout detected by pressing a
series of keys. If you do not want to do this, you will be able to
select your keyhoard layout from a list.

Detect keuhoard layout?

<Go Back>

tween it

Figure 1-4. The installation program can automatically detect the keyboard layout that
you are using.
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5. If you want the program to detect the keyboard automatically, select Yes. Next, the
installer will ask you to hit a specified key (see Figure 1-5), by which it can detect the
right keyboard layout in a matter of seconds. If you don’t want to do the automatic
detection, that’s fine. You can just select the keyboard from a list of keyboards.

1 Ubuntu installer main menu |

Please press one of these keys: pppyurn»umvylw

Keycode 56 was not expected —- ignored.

Mo need to press Shift or other modifier keys.
Haiting 10 seconds ...

<Tab: moves between items; = < r> activates buttons

Figure 1-5. Based on the keys that you pressed, the installation program will quickly
detect the proper keyboard layout.

6. After the keyboard is configured, most hardware is detected and configured automati-
cally. Some hardware—such as WiFi network cards or graphical adapters—may require
later configuration. Among the most important settings is the network configuration. If
a DHCP server is available in the network to automatically assign IP addresses, your
server will be provided with an IP address and ask you only for a name for the server;
you'll see nothing that is related to the configuration of the network board at all! If you
don’t have a DHCP server, the network configuration program will start automatically.
For a server, it is always a good idea to work with a fixed IP address, because you
wouldn’'t want your services to suddenly switch to a different IP address suddenly. To
start the manual network configuration, use the Go Back button now and manually
configure the network card. You'll see a list of the available options. In the next step,
you manually configure the IP address of your server.

7. After selecting the Go back option, move your cursor to Configure network manually
(see Figure 1-6) and press Enter.
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10.

11.

1 [!!1 Configure the netwark |

From here you can choose to retry DHCF network autoconfiguration
{which may succeed if your DHCFP server takes a long time to respond)
or to configure the network manually. Some DHCP servers reguire a
DHCP hostname to he sent by the client, =0 you can also choose to
retry DHCP network autoconfiguration with a hostname that you
provide.

Netwark configuration method:
Retry network autoconfiguration
Retry network autoconfiguration with a DHCP hostname
Configure network manually

Do not configure the network at this time

<Go Back>

<Tab> moves between items; <Space» selects; <Enter» activates buttons

Figure 1-6. If you don'’t use the Go Back option, you can’t configure your network
manually.

Enter the IP address that you want to use for your server, select Continue, and press
Enter. Not sure what information you need here? Then either return to step 6 and have
DHCP automatically assign an IP address, or ask your service provider or network
administrator for the proper address configuration.

Every IP address needs a netmask that explains to your server what network it is in.
Most IP addresses can use the netmask that is assigned to them by default. If this
doesn’t work in your situation, enter the proper netmask in the screen shown in
Figure 1-7, select Continue, and press Enter.

Now you're asked to enter the IP address of the default gateway. This is the IP address
of the router that is connected to the rest of the Internet. If you don’'t know what to
enter, ask your network administrator what to use here and then proceed to the next
step.

Enter the IP address of the DNS server that you want to use (see Figure 1-8). This server
allows you to reach other computers on the Internet by their names instead of their IP
addresses. If you are on a small network, this is probably the address of a server at your
Internet service provider. If you are on a larger network, the network administrator
may have configured a separate DNS server. Ask what IP address you should use and
then proceed to the next step. You would normally enter two IP addresses for DNS
name servers to ensure that names will still be resolved if the first DNS server is down.
To enter a second IP address for a DNS server, just enter the address with a space as the
separator between the two addresses. Use the actual IP addresses here, not names
(because using names requires a means for them to be resolved, and setting up that
mechanism is just what you're doing here).
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[11] Configure the network |

The netmask is used to determine which machines are local to your
network. Consult your network administrator if you do not know the
valuge. The netmask should he entered as four numbers separated by
periods.

Netmask:

<Go Back> <Cont inue>

Figure 1-7. On most networks, the default netmask can be used.

[11] configure the network |

The name servers are used to look up host names on the network.
Please enter the IP addresses (not host names) of up 1o 3 name
servers, separated by spaces. Do not use commas. The first name
server in the list will he the first to be gueried. If you don't want
to use any name server, just leave this field blank.

Hame server addresses:

<Go Back> <Continue>

Figure 1-8. The IP address of the DNS server is necessary to contact other computers on
the Internet by their names instead of their IP addresses.

7
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12

13.

14.

Now you are asked for the name you want to use for your computer. By default, the
installer assigns a host name automatically (depending on the hardware configuration
you're using, it will usually be Ubuntu). There’s nothing wrong with using this assigned
name, but you may want to use a name that provides a little more information or indi-
viduality. Also, the name typically has to conform to the naming scheme of your
network.

1 [!] Configure the network |

Please enter the hostname for this system.

The hostneme is a single word that identifies your sustem to the
network. If you don't know what your hostname should be, consult your
network administrator. If you are setting up your own home network,
you can meke something up here.

Hostrname:

<Go Back> <Continue>

s between it <Enters acti es buttons

Figure 1-9. The default host name is set to Ubuntu. You may want to change that to some-
thing that provides more information.

As the last part of the network configuration, you have to enter a domain name now.
If there’s a DHCP server on your network, you'll see that a domain name was entered
automatically. (You're free to change that automatically assigned name to any other
name if it doesn'’t fit what you want to do with your server.)

Now you have to select your server’s time zone. It is based on the country that you
selected earlier, so if you don't see the time zone you want to use, go back and change
the country that you selected or change the time zone after your server has been
installed completely.

Configuring the Server’s Hard Drive

You've now completed the first part of the installation, but basically nothing has changed on
your computer yet. So, if you want to stop the installation of Ubuntu Server and install Win-
dows NT anyway, you can. If you want to continue, it’s time to do some thinking. The installer
is going to ask you how you want to lay out your server’s hard drive. You have a couple of
choices here, and you'd better make them now because they’ll be very difficult to change later.
So wait before you press Enter and read this section first.
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The first choice you have to make is between using just one partition or volume to install
your server, or using several of them. Using more than one storage unit can make your server
more flexible and more secure. If, for example, you put all data on one large storage unit (like
one root partition), a user or a process can fill that partition completely by accident, thus mak-
ing your server completely unusable. It's useful to use more than one storage unit for the
following reasons, as well:

* Working with more than one partition or logical volume makes it possible to mount
them with different properties while mounting. For example, a partition where things
normally wouldn’t change can be mounted as read-only, thus increasing the security of
your server.

¢ Using more than one partition makes it easier to work with external storage like a
storage area network (SAN). For example, you could put all the system data on the
server’s local hard drive, and all the user data could reside on the SAN.

* Working with more than one partition is necessary in some situations. For example, to
make sure that your server will always be able to start up, you could create a separate
partition to boot from.

Next, you have to decide between using logical volumes or partitions. Partitions are fixed-
size slices of disk space. It is very hard (although not impossible) to change them later. Logical
volumes from the Logical Volume Manager (LVM) system are much more flexible. It’s very easy
to resize them, and they offer some other cool advanced features as well (about which you’ll
read in Chapter 4 of this book). In the next subsections you'll learn more about partitions and
volumes.

Working with Traditional Partitions

Partitions have been used to divide server hard disks in several usable slices since the very first
days of the personal computer. To create partitions, you use the partition table in the master
boot record of your server’s hard disk. Because this partition table is only 64 bytes, you can
create only four partitions here. Originally, these were so-called primary partitions. In some
cases, four is not enough, and that’s what the extended partition was invented for. A primary
partition can contain a file system directly. This is not the case for extended partitions. An
extended partition functions like an empty box that allows you to create logical partitions
inside of it. So the only purpose of extended partitions is to allow you to create logical parti-
tions. No logical partitions without extended partitions. The number of logical partitions that
can be created depends on the hardware and software that you are using, but it is never more
than 16. So, using the traditional partitioning scheme, a maximum of 20 partitions can be cre-
ated. This number may seem enough, but in some situations it isn't.

The next characteristic of a traditional partition is that it is not very flexible. If, after some
time, you learn that one of the partitions is almost full, it is very difficult in a traditional parti-
tioning scheme to increase the size of one partition while decreasing the size of another
partition. It can be done, but the work is really best left to the experts, because you could lose
all data on all partitions involved.
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Caution You think you're an expert? Okay. Here’s how it works: first shrink the size of the file system in
the partition (check Chapter 4 for more information). After that, delete the partition you want to reduce in size
and create it again, using the same start cylinder and the new size you want to use for the partition. But
remember when you do this, you're only one small step away from destroying all files on your partition, so
be careful and don’t blame me if it goes wrong. Better wait until you read Chapter 4 before you try to per-
form a potentially dangerous action like this.

Advantages of Logical Volumes

The LVM system can be used to avoid the disadvantages of traditional partitions. If you use an
LVM layout, you format the logical volumes instead of the partitions. The logical volume has
more or less the same functionality as the partition, but LVMs have some important benefits:

* You can create as many as 256 LVM logical volumes.
¢ Logical volumes are very easy to resize.

¢ Alogical volume does not have a one-to-one relationship with the storage device that
it's created on. Thus, it’s possible to create a logical volume that uses three hard disks at
the same time. (Although this process is certainly not recommended because if you lost
one hard disk, you would lose your complete volume, but it’s cool that you can do it,
and there are ways of coping with hard disk failure.)

¢ Logical volumes support working with snapshots. A snapshot allows you to freeze the
state of a volume at a given point in time, which makes backing up data on a logical vol-
ume very convenient. This is done in a very clever way, so that the snapshot uses only a
fraction of the disk space of the original volume.

Note Really want to understand how LVM is working? The LVM-HOWTO at http://t1dp.org/HONTO/
LVM-HOWTO has some good in-depth information. Chapter 4 has some more information as well.

Apart from all the good news, LVMs have one drawback: it is very hard to boot from a logi-
cal volume. Therefore, even if you're using LVMs, you'll always need at least one traditional
partition to boot your server.

Creating an Efficient Hard Disk Layout on the Server

When installing a Linux server, it's common not to put all files on one huge partition or logical
volume for the reasons just discussed. Because Linux servers normally contain many different
files, it is a good idea to create some partitions or volumes to store these files. Each of these
partitions or volumes is assigned to (mounted on) a specific directory. Of course, you can put
everything on one partition only, but you may run into troubles later, such as if a user com-
pletely fills this partition. Before starting the actual installation of your server, you should
decide on the most appropriate way to use your hard drive.
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Tip You don’t want to go for the complicated setup straight away—just a simple Ubuntu Server? Use the
first Guided partitioning option from the menu in Figure 1-10 (in the section “Using the Guided Partitioning
Procedure”) and press Enter. In that case, you can also skip the next couple of pages of this chapter. Want to
have not just a Ubuntu Server but also a well-performing Ubuntu Server? Read on, please.

Itis a good idea to give the directories their own partition or logical volume on your server.

¢ /boot: Because the information in the /boot directory is needed to start a server, it’s a
rather important directory. For that reason and especially to protect it from everything
else that is used on your server, /boot often has its own partition. This directory cannot
be on a logical volume because booting from logical volumes is currently not supported
out of the box. Because this directory is the first thing that is needed when booting a
server, it’s a very good idea to put it at the beginning of your server’s hard drive. Doing
so will prevent time-out issues while booting the server. It will also make troubleshoot-
ing a lot easier. And if these reasons are not enough, it is a good idea to have a separated
/boot partition if working on a server with an older BIOS because it should be at the
beginning of your hard disk. Typically, it is more than enough to allocate the /boot
directory to a 100 MB partition.

» /:The root directory of the file system always has its own file system, which is also
referred to as the root file system. The root file system is rather simple: it contains every-
thing that hasn’t been split off to another partition. If no data files are stored here, 8 GB
is typically large enough.

e /var: The /var directory is used by lots of processes that need to create files on your
server dynamically (such as printer spool files or the cache that is created by your proxy
cache server). However, because the /var directory is so very dynamic, it has an
increased chance of problems. So it’s always a good idea to put it on its own partition.
In a normal environment, 4 GB is a reasonable amount of disk space to assign to this
partition, but in some specific environments, you'll need lots more.

Caution A badly configured log system can eat up available disk space very fast. So don’t just create a
/var volume and never look at it again; make sure that you tune your logging services as well. (More on that
in Chapter 3.)

e /home: The /home directory belongs to the user and is where he or she will normally store
files if the server is a file server. Because it also is very dynamic, and users are accessing
it all the time, make sure that it also has its own partition. The amount of disk space you
reserve for this partition depends on how much space you want to grant to your users.

1
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e /srv:The /srv directory is used by servers such as the Apache web server and the FTP
server to store data. Because files in this directory can be accessed by users that make a
connection from the Internet, it should have some extra security. A simple way to do
this is to place it in its own partition or volume. The amount of disk space on this parti-
tion depends on how you are going to use your server. If it is a public FTP server, assign
it the maximum space; if your servers serve web or FTP files only occasionally, you can
keep the disk space in this directory quite moderate.

File Systems

Because it’s a Linux server, Ubuntu offers a choice from many file systems. When creating disk
partitions or volumes, you have to tell the partitioning utility what type of file system you want
to use on that volume. The following file systems are available for Ubuntu Server:

e Ext3: This is the default file system on almost all Linux distributions. Although itis a
very stable file system with many debug tools available, there is a major drawback: Ext3
isn't the best file system to handle many files on one volume. It also isn’t the fastest if
you have to write many small files to your volume.

e Ext2: Ext2 and Ext3 are largely the same, except that Ext3 uses a journal to make it eas-
ier to recover a corrupted file system. This isn’t the case for Ext2. Despite the absence of
ajournal, Ext2 is still a good choice for small volumes where the services of a journal
aren’t necessarily needed (because, for example, the files are not supposed to be
opened for writing anyway). For instance, if you create a 100 MB /boot partition, the
Ext2 file system is an excellent choice for it.

* ReiserFS: ReiserFS is a very advanced file system with great features. These features
include journaling, advanced indexing, and many others. ReiserFS is particularly strong
if many small files have to be written. However, it has two drawbacks: its main devel-
oper is currently facing myriad legal issues, and the file system is not particularly
known for its stability and active community support. Use it if you want to write inten-
sively or if you want to store many files in one directory, but make sure that you make a
good backup at the same time. Want something that offers the same functionality but is
more stable? Better use XFS.

e XFS: XFS was developed by SGI as a special-purpose open source file system. It is espe-
cially meant to be used when the server will see lots of usage or when the files are very
large. So use it if you want to stream lots of media files or if you have an FTP server with
multiple terabytes of data. In its most recent versions, XFS offers a good alternative for
ReiserFS.

e Ext4: As you can probably guess from its name, Ext4 is the next generation of the Ext file
systems. At the time of this writing, the first code was just available and it was far from
being a usable file system. It is not in Ubuntu Server 8.04, but you will probably see it
soon in future releases of Ubuntu Server.

o FAT: FAT vfat and NTFS file systems allow you to create a multiboot environment for a
computer on which both Windows and Linux are installed. The purpose of these file
systems is to access files stored in Windows partitions. Because there’s no Windows on
your Ubuntu Server, you don’t need it there.
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Continuing the Installation of Ubuntu Server

Now that you know some more about the choices that are offered when installing Ubuntu
Server, let’s continue. You now have to specify how you want to partition your server’s hard
disk. Because the partitioning of a hard disk is one of the most important parts of the server
installation process, we will cover all choices. The choices are divided into three main cate-
gories:

* Guided - use entire disk: This is the easiest option. It offers a guided installation of your
hard disk, based on traditional partitions. If you want to keep the partitions that already
are on your server’s hard drive, use Guided - resize instead. This option will shrink any
installed operation system and use the space that is freed for installing Ubuntu Server.
There is also an option that allows you to use the largest continuous free space, but this
option is usable only if you have some free, unpartitioned disk space on your server’s
hard drive. Because the last of these two options is useful only for multiboot configura-
tions, it is not covered in this chapter.

* Guided - use entire disk and set up LVM: This configuration option is a bit more com-
plex. It offers you a wizard that allows you to create an LVM-based disk configuration.
If you want to put up a well-secured environment, you can even choose to set up
encrypted LVM instead. This is a good idea if you want to be sure that unauthorized
people will never be able to access the data on your volume. Be aware, though, that an
encrypted LVM volume will never be accessible if the related user credentials get lost.
Also, there is a performance price for using encrypted volumes, so make sure that you
really want them before applying them.

* Manual: Use this procedure if you're sure you know what you are doing and you don't
need the help of any wizard.

Using the Guided Partitioning Procedure

Let’s first talk about the guided procedure to set up a server hard disk. Your starting point is the
screen shown in Figure 1-10. (At least, something that looks like it because the exact offering
depends on what you already have on your server’s hard drive.)

13



14 CHAPTER 1 © INSTALLING UBUNTU SERVER

[11] Partition disks |

The installer can guide you through partitioning a disk (using
different standard schemes) or, if you prefer, you can do it
manually. With guided partitioning uou will still have a chance later
to review and customise the results.

If you choose guided partitioning for an entire disk, you will next
be asked which disk should he used.

Partitioning method:

Guided - use entire disk and set up LWM
Gulded - use entire disk and set up encrupted L¥M
Manual

<Go Back>

ves between items

Figure 1-10. You have several choices for configuring your server’s hard disk.

1. From the screen shown in Figure 1-10, select Guided - use entire disk.

2. The installation shows an overview of all the available hard disks (see Figure 1-11).
Choose the disk that you want to use and press the Enter key.

[11] Partition disks |

Note that a1l data on the disk you select will be erased, but not
before you have confirmed that you really want to make the changes.

Select disk to partition:

<Go Back>

Figure 1-11. Choose the hard disk that you want to partition.
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3. Now the installation program shows you what it intends to do with your server’s hard
disk (see Figure 1-12). The program isn’t very verbose about this, as it just shows that it
wants to create a swap partition and an Ext3 partition. But you probably don'’t care
because this option is meant to offer a simple partitioning for your server. So select Yes
and then press Enter to continue.

1 [11] Partition disks |

If you continue, the changes listed helow will be written to the
disks. Otherwise, you will he shle to make further changes menually.

HARNIMG: This will destroy all data on any partitions you have
removed as well as on the partitions that are going to be formatted.

The partition tables of the following devices are changed:
SCSI3 (0,0,0) (sda)

The following partitions are going to be formatted:
partition #1 of SCSI3 (0,0,0) (sda) as ext3
partition #5 of SCSI3 (0,0,0) (sda) as swap

Hrite the changes to disks?

<Go Back>

Figure 1-12. The default partitioning scheme is rather basic.

Using the Guided LVM-Based Setup

The procedure for an IVM-based disk layout is a lot like the simple guided disk setup. Choos-
ing the guided IVM-based setup also brings you to a screen from which you can select the disk
or disks that you want to use. Press Enter to select your disk. The partitioning program next
tells you that it wants to write a basic partitioning scheme to disk before it can continue (see
Figure 1-13). This is needed because an LVM environment is created on top of a traditional
partition. Be aware that this is the point of no return; after you've written this basic partition-
ing scheme to hard disk, you can’t undo your installation.

15
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[11] Partition disks |

Before the Logical Yolume Manager can be configured, the current
partitioning scheme has to be written to disk. These changes cannot
he undone.

After the Logical Yolume Manager is configured, no additional changes
to the partitioning scheme of disks containing physical volumes are
allowed during the installation. Please decide if you are satisfied
with the current partitioning scheme hefore continuing.

The partition tables of the following devices are changed:
SC3I13 (0,0,0) (sda)

Write the changes to disks and configure LWM7T

<G00 Back:

Figure 1-13. Before the logical volumes can be created, some traditional partition setup has to be
written to disk.

Once the default partitioning has been set up, the installation program makes a proposi-
tion for two logical partitions that are set up on top of that (see Figure 1-14). By default, this is
aroot partition, formatted as Ext3 and a swap partition. Select Finish partitioning and write
changes to disk and press Enter to continue with the installation.

[11] Partition disks |

This is an overview of your currently configured partitions and mount
points. Select @ partition to modify its settings (file system, mount
point, etc.), a free space to create partitions, or a device 1o
initizlise its partition table.

Configure the Loglcal volume Manager
Guided partitioning
Help on partitioning

LYM VG ubuntu, LY root - 20.3 GB Linux device-mapper
#1 20.3 GB 1 ext3 14

LY¥M %G ubuntu, LY swag_1 - 931.1 MB Linux device-mapper
#1 931.1 MB 1 swap swap

SC8I3 (0,0,0) (sda) - 21.5 GB VMware, YWMware Yirtual S
#1 primary 255.0 ME T ext3 Jhoot
#5 logical 21.2 GB K 1lvm

Undo changes to gartitions

<Go Back>

Figure 1-14. By default, two logical volumes are created on top of the partitions.
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Manually Setting Up Your Hard Drive

If you want to set up your server’s hard drive manually, that’s perfectly fine, but you need to do
some thinking before you start. First, you need to decide if you want to use LVM or traditional
partitions only. Once you have made this decision, you need to choose between the different
file systems that are available for Linux. I recommend making a small overview like the one in
Table 1-1. While making such an overview, don'’t forget to assign some swap space as well. In
Linux, swapping happens to a partition or volume, so you must consider it while setting up
your server. In general, there is no need to make your swap space larger than 1 GB, with the
exception of servers with special applications such as Oracle. If that is the case for your envi-
ronment, consult your application documentation to find out what amount of swap space is
reasonable for your situation.

Table 1-1. Hard Disk Configuration Overview

Directory  Type File System Size
/boot Primary partition Ext2 100 MB
/var LVM XFS 4GB
/home LVM XFS 200 GB
/ LVM Ext3 50 GB
swap LVM Swap 1GB

Once you have made up your mind about the hard disk usage, follow these steps to apply
your decision.

1. From the Partition disks interface, select Manual.

2. You now see a screen like the one in Figure 1-15. In this screen, select the hard disk that
you want to configure first.

1 [!1!] Partition disks |

This is an overview of your currently configured partitions and mount
points. Select a partition to modify its settings (file sustem, mount
point, etc.), a free space to create partitions, or a device to
initialise its partition table.

Guided partitioning
Help on partitioning

re, VMware Virtual §

Undo changes to partitions
Finish partitioning and write changes to disk

<G0 Back:

Figure 1-15. Select the hard disk on which you want to create partitions and volumes.
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3. Because you have just selected an entire hard disk to configure, the installation pro-
gram warns you, stating that continuing will remove all existing partitions on the hard
drive. If you are sure you want to do this, select Yes and press the Enter key. If there’s
more than one hard disk on which you want to create partitions, select this additional
hard disk and repeat these steps.

4. You now see an overview of all available unconfigured disk space on the selected hard
drive (see Figure 1-16). Select this free space and press Enter.

1 [!!] Partition disks T

This is an overview of your currently configured partitions and mount
points. Select a partition to modify its settings (file system, mount
goint, etc.), a free space to create partitions, or a device to
initialize its partition table.

Guided partitioning
Help on partitioning

SCSI3 (sda) - 21.5 GB YMware, VMware Wirtual S
i 21.5 GB FREE SFACE

Undo changes to partitions
Finish partitioning and write changes to disk

<Go Back>

Figure 1-16. Select the available disk space and press Enter.

5. Now the installer asks how to use the available disk space. To create the setup detailed
in Table 1-1, you first have to set up two partitions. One of them will be used by the
/boot partition, and the other will contain all available disk space on the hard drive.
This second partition is used to create a partition of the type 0x8e (LVM), which will be
used to set up logical volumes later. To set up the /boot partition first, select Create a
new partition (see Figure 1-17) and press Enter.

Note Partition types are written as hexadecimal numbers. You know that they are hexadecimal numbers
because you can often see them as 0x8e (the Ox indicates that it is a hexadecimal number). In most cases,
however, there is no problem in omitting this 0x, so 0x8e and 8e can both be used to refer to the partition ID.

6. Next, enter the size that you want to assign to the partition. You can enter a percentage
of disk space that you want to use or just type max if you want to use the maximum
available size. Next, select Continue and press the Enter key.
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7. Now you have to enter the type of partition you need, and the installation program
offers a choice between a primary and a logical partition. If you choose a logical parti-
tion, the program will automatically create the necessary extended partition. Because
you need only two partitions in this scenario, you can choose the primary partition
type for both of the partitions.

[11] Partition disks
How to use this free space:

Create & new partition
Automatically partition the free space

Show Cylinder/HeadsSector information

<Go Back>

Figure 1-17. You first have to create two traditional partitions, even if you want to create
an LVM-based setup.

8. Now specify where the new partition should start. Choose Beginning to create the par-
tition at the beginning of the available disk space, or choose End to create it at the end
of the available disk space. It makes sense to create the first partition at the beginning,
so select Beginning and then press the Enter key.

9. Next, you see a screen that contains all the default properties for the new partition (see
Figure 1-18). Assuming that this really is the partition that you want to use for /boot,
make sure you enter the following values, select Done setting up the partition, and
press the Enter key to continue.

* Use as: Ext2 file system. You are going to create a very small file system with files
that will rarely change, so it doesn’t make sense to use a journaling file system here.

e Mount point: /boot

e Mount options: Use the options that are selected by default
e Label: none

* Reserved blocks: 5%

¢ Typical usage: standard

¢ Bootable flag: off
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[11] Partition disks |

You are editing partition #2 of SCSI3 (0,0,0) (sda). No existing file
system was detected in this partition.

Partition settings:

ExtZ file system

point: shoot
Mount options: relatime
Label:
Reserved hlocks:
Typical usage: standard
Bootable flag: of f

Copy data from another partition
Delete the partition
Done setting up the partition

<Go Back>

activates buttons

Figure 1-18. Make sure your boot partition uses these settings.

10. In the screen shown in Figure 1-19, select the available free space to create the LVM
partition.

[11] Partition disks |

This is an overview of your currently configured partitions and mount
points. Select a partition to modify its settings (file system, mount
point, etc.), a free space to create partitions, or a device 1o
initialise its partition table.

Guided partitioning
Help on partitioning

SC5I3 (0,0,0) (sda) - 21.5 GB WMware, YMware ¥Yirtual S
#1 primary  197.4 MB  f ext2 /hoot

Undo changes to partitions
Finish partitioning and write changes to disk

<Go Back>

Figure 1-19. Select the available free space again to create the LVM partition.
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11. Select Create a new partition and accept the default in which all available disk space is
assigned to the new partition. Then specify that the new partition should be a primary
partition. Next, in the screen with the partition settings, make sure you set the follow-
ing options as shown:

¢ Use as: physical volume for LVM

¢ Bootable flag: off

Tip Did something not work out the way it should have? Take a look at the syslog screen. You'll be able to
see exactly what the installation program is trying to do and whether it succeeds. You can access the syslog
screen by using Alt+F4. To return to the main installation screen, use Alt+F1.

12. Now select Done setting up the partition, and press Enter.

13. Once back in the main screen (see Figure 1-20), select Configure the Logical Volume
Manager and press Enter.

[11] Partition disks |

This is an overwview of your currently configured partitions and mount
points. Select a partition to modify its settings (file system, mount
paint, etc.), a free space to create partitions, or a device to
initialise its partition table.

ur ogical Volume Man
partitioning
Help on partitioning

SC3I3 (0,0,0) (sda) - 21.5 GB YMware, YMuware Yirtual S
#1 primary 197.4 MB f extZz /bhoot
#2 primary  21.3 GB K lvm

Undo changes to partitions
Finish partitioning and write changes to disk

<Go Back>

Figure 1-20. After setting up the partitions, you must create the LVM environment.

14. You'll now get a message (see Figure 1-21) that the current partitioning scheme has to
be written to disk before setting up LVM. Select Yes and press Enter.
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[1!] Partition disks |

Before the Logical Yolume Manager can be configured, the current
partitioning scheme has to be written to disk. These changes cannot
be undone.

After the Logical Yolume Manager is configured, no additional changes
to the partitioning scheme of disks containing physical volumes are
allowed during the installation. Please decide if you are satisfied
with the current partitioning scheme before continuing.

The partition tables of the following devices are changed:
SCSI3 (0,0,0) (sda)

The following partitions are going to he formatted:
partition #1 of SCSI3 (0,0,0) (sda) as ext2

HWrite the changes 1o disks and configure LWM7

<Go Back:

activates buttons

Figure 1-21. You must write the changes in the partitioning to hard disk before you can
create logical volumes.

15. As the first step in the setup of an LVM environment, you must now assign all usable
disk space to a volume group. From the screen shown in Figure 1-22, select Create
volume group.

[1!1] Partition disks
summary of current LYM conflguration:
Free Physical Yolumes:
Used Physical Yolumes:

il
0
Yolume Groups: 0
Logical volumes: 0

L¥M configuration action:

iguration details
up

<Go Back>

Figure 1-22. An LVM setup is based on one or more volume groups.
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Next, enter a name for the volume group. In this example setup, I'll use “system”. After
specifying the name, select Continue and press Enter. You next see a list of all devices
that are available for the LVM environment, which in this case is just one device that
probably has the name /dev/sda2 (see Figure 1-23). Select the device and select Con-
tinue once more to return to the main screen of the LVM setup program.

[11] Partition disks
Please select the devices for the new volume group.

You can select one or more dewvices.

Devices for the new wolume group:

(21270MB)

<Go Back> <Cont inue>

huttons

Figure 1-23. In most situations, you'll select the device /dev/sda2 to be used by the Logical
Volume Manager.

From the IVM main screen, select Create logical volume. Next, select the volume group
that you have just created and enter a name for the first logical volume that you want
to use (see Figure 1-24). I recommend using the name of the file system you are going
to mount on the logical volume, so root is a decent name for the root file system, var is
good if you are going to mount the /var directory on it, and so on. I'll show you how to
create the root logical volume in this and the following step. Make sure to repeat these
steps for all other volumes that you want to create.
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[11] Partition disks |

Please enter the name you would like to use for the new logical
wolume.

Logical valume name:

<Go Back> <Continue>

Figure 1-24. Every logical volume needs a unique name.

18. Now enter the size that you want to assign to the logical volume. Even if logical vol-
umes are quite flexible, you should try to specify a realistic size here. Next, specify the
file system sizes that you want to use on your logical volumes and finalize the LVM
setup procedure by clicking Finish.

Tip If you run into problems while writing the new partitioning scheme to disk, this is probably due to a
conflict with some already existing setup. In this case, it may be a good idea to wipe your server’s master
boot record (MBR). From the installation program, use Alt+F2 to display a console window. Press Enter to
activate the console and enter the following command: dd if=/dev/zero of=/dev/sda bs=512
count=1. This will wipe your server’s MBR so that you can start all over again. You’'ll have to restart the
installation as well.

19. Back in the main partitioning screen, you now see a list of all the logical volumes that
you have created; they're just on top of the list (see Figure 1-25). You now have to put a
file system on every one of them. To do that, select the logical volume from the list and
press Enter.
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[11] Partition disks |

This is an overview of your currently configured partitions and mount
points. Select a partition to modify its settings (file system, mount
point, etc.), a free space to create partitions, or a device to
initialise its partition tahle.

Configure the Logical volume Manager
Guided partitioning
Help on partitioning

LYM VG Sistem LY SRY - 4.3 GB Linux deuice—maﬁﬁEF

L¥M ¥G system, LY root - 8.6 GB Linux device-mapper
#1 8.6 GB f extd
LWM WG system, LY var - 4.3 GB Linux device-mapper
#1 4.5 GB
SCSI3 (0,0,0) (sda) - 21.5 GB VMware, YMware virtual S
#1 primary 197.4 MBE F ext2 /hoat
#2 primary 21.3 GB Ko 1um

Undo changes to partitions
Finish partitioning and write changes to disk

<Go Back>

activates buttons

Figure 1-25. Select the logical volume you want to format and press Enter to put a file
system on it.

20. You now see the Partition Settings screen, in which the option Use as shows do not use.
Select this option and press Enter. Now from the list of available file systems, select the
file system that you want to use on this volume; for example, Ext3 if this is the root vol-
ume (see Figure 1-26).

[V!] Partition disks |

You are editing partition #1 of LWM VG system, LV root. Mo existing
file system was detected in this partition.

Partition settings:

do not

Copy data from another partition
Erase data on this partition
Delete the partition

Done setting up the partition

<Go Back>

Figure 1-26. Select Use as to specify the file system that you want to use on your logical
volume.
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21. Select the Mount Point option and select the directory to which you want to assign this
volume (/ for the root volume). Select any specific options you want to use on this file
system as well and then select Done setting up the partition.

22. Repeat this procedure to put a file system on all the remaining logical volumes. When
finished, from the Partition disks main screen (refer to Figure 1-25), select Finish parti-
tioning and write changes to disk. Select Yes when asked if you want to write the
changes to disk. This brings you to the next stage of the installation, in which all rele-
vant software packages are copied to your server.

Completing the Installation

Now that you have created the partitioning scheme for your server’s hard drive, it’s time to
finalize the installation of your server. In this part of the installation, you enter some generic
properties (like some user information), and you specify what software packages to install.

1. Next, the installer asks you to create a user account. This is the user account that you
will normally be working with, instead of using the root user account by default. Enter
the name of the user account and then enter (twice) the password for this user. The
installation of the base system now begins. In this phase, some basic packages that are
needed at all times are copied to your server. Hang on because this can take a couple
of minutes.

2. After the core system is installed, the installer asks if you want to use an HTTP proxy. If
this is the case, enter its details now, or leave the information bar empty and select
Continue to go on.

3. Next, you can choose additional software to install. The default choices allow you to
select between some of the most important server tasks (see Figure 1-27):

e DNS server: A DNS server allows your server to participate in the DNS hierarchy
and translate computer names into IP addresses.

e LAMP server: Selecting the LAMP (Linux, Apache, MySQL, and PHP server) option
will set up a versatile web server for you.

* Mail server: Want to set up your server as an MTA? Select this option to make it a
mail server that allows you to send and receive e-mail messages for all users in
your company.

e OpenSSH server: This is the option you’ll want to use in almost all situations. It
allows you to access your server remotely, which is very useful for doing mainte-
nance work on it.

¢ PostgreSQL: Use this option if you want to install your server as an application
server, hosting a PostgreSQL database.

e Print server: This option installs the Common UNIX Print System (CUPS). Select it
if you want your server to control access to shared printers.



CHAPTER 1 © INSTALLING UBUNTU SERVER

* Samba File server: Need a server to offer shared files to the Windows users in your
network? Check this option. The Sambia file server offers the best-performing
CIFS-based file server in the world, and it even is a good solution if you want to
offer shared files to Linux and Apple users!

That'’s it for installation choices! If you need additional software to be started on your
server, you need to install that software later. See Chapter 3 for more details on that.

1 [!] Software selection |

At the moment, only the core of the system is installed. To tune the
system to your needs, you can choose to install one or more of the
following predefined collections of softuware.

Choose software to install:

<Go Back> <Continue>

= huttons

Figure 1-27. The installation program lets you choose between different server profiles.

4. Once all software packages have been copied to your server, the system is ready for
use. You just have to press the Enter key once more to restart the server, and it will be
usable.

Once the server has been restarted, you will see the text-based login prompt of your
server. You are supposed to enter your user name and password here. A fext-based prompt?
Yes, this is a server, and a server is generally locked behind doors in an air-conditioned room.
Therefore, there is no need to set up a graphical user environment in most cases. But because
many people consider a GUI quite useful anyway, you'll learn how to set it up in Chapter 3. For
now, though, you'll learn in Chapter 2 how to manage Ubuntu Server from the command line.

Summary

You learned in this chapter how to set up Ubuntu Server. Because the file system layout is a
very important part of a server configuration, special attention was paid to configuring your
server’s file system with LVM or traditional partitions. At the end of this chapter, you ended up
with a text-based console that’s not so user friendly. In Chapter 2, you will learn to work with
the most important commands needed for Linux server administration.
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CHAPTER 2

Getting the Most from the
Command Line

You may know the workstation versions of Ubuntu as very accessible graphical desktops.
This is not the case, however, for Ubuntu Server! You can’t manage a server properly without
using the command line, so it’s absolutely necessary that you can find your way around the
Bash interface. Once you have mastered the command line, you will find it so much more
powerful and flexible that you may not miss the graphical interface at all. For command-line
newbies, this chapter offers an introduction.

Working As root?

By default, every Linux system installation creates a user with the name root. Many Linux
distributions ask you to enter a password for this user during the installation. Ubuntu Server
doesn'’t, and it instead takes a radically different approach to performing privileged tasks.

Ubuntu Server takes a different approach for several good reasons. The powers of the user
root are limitless within the confines of that operating system. As root, you can bypass all sys-
tem security and do anything at all. And you will not be given a warning screen if, for instance,
you log in as root and then mistakenly type in a command that destroys all the files.

This is why Ubuntu Server handles privileged access in a different way. By default, the
user root does not have a password, so you cannot log in and work as root in the conventional
way, but you still need to perform many tasks that require root privileges. For this purpose,
Ubuntu offers the sudo mechanism, which is explained in detail in Chapter 5. With sudo,
normal users can perform tasks that require root privileges. And it’s very simple: for every
command that needs root permissions, you type sudo first. For example, whereas user root
could just type passwd linda to change the password of user linda, a normal user enters sudo
passwd linda.

Note Want to work as root? Use the command sudo su, and you’ll be root. Alternatively, you can change
the password of user root as well, which allows you to log in as user root directly. Don’t ever want the possi-
bility to log in as root? In that case, you should change the default shell for this user to /bin/false. In
Chapter 5, you’ll read how to do that.
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In a default installation, any user can use sudo to perform tasks as root. As you can guess,
this doesn’'t make for a very secure situation. So you should limit this privilege. In Chapter 5,
you can read how to do that. Before you do this, however, you need more understanding of
Linux commands.

Tip You don’t like sudo and want to work as root anyway? You can do that, but you need to first set a
password for user root. To give root a password, as a normal user, use the command sudo passwd root.
Next, you can enter the new password that you want to set for the user root.

Working with the Shell

Ubuntu Server uses the kernel to address and control the machine’s hardware. The kernel can
be considered the heart of the Linux operating system. Ubuntu Server gives users the shell
interface to tell this kernel and the services running on top of it what they should do. Typically,
the shell is a command-line interface in which users can enter their commands. This interface
interprets the commands that users type and translates them to machine code.

Several shells are available. The very first shell that was ever created for UNIX, back in the
1970s, was the Bourne shell. In Ubuntu Server you also have /bin/sh, but it’s not the real origi-
nal sh; it’s just a link to the /bin/dash shell. Another popular shell is Bash (short for the Bourne
Again Shell). The Bash shell is completely compatible with the original Bourne shell, but it has
many enhancements. Most system scripts on your server are executed with dash as well; dash
is used as the default shell for all users. The user root, however, has Bash as its default shell.*
Some people prefer using other shells, three of which follow:

e tcsh: A shell with a scripting language that works like the C programming language (and
is thus fairly popular with C programmers).

o zsh: A shell that is based on the Bash shell, but offers more features. Because of these
additional features, you can run Bash scripts in zsh, but you can’t run zsh scripts in a
Bash environment.

 sash: The standalone shell. This is a very minimal shell that runs in almost all environ-
ments. It is thus very well suited for troubleshooting systems.

Using Bash to Best Effect

Basically, in the Bash environment, an administrator is working with text commands. An
example of such a command is 1s, which can be used to display a list of files in a directory.
Bash has some useful features to make working with these line commands as easy as possible.

* Because it has many more features and ensures better compatibility, I prefer working with Bash. For that
reason, I'll focus on discussing Bash rather than dash features in this book. When administering your
server as root,you will be working with Bash anyway.
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Some shells offer the option to complete a command automatically. Bash has this feature,
but it does more than just complete commands. Bash can complete almost everything: not
just commands, but also file names and shell variables.

Using Automatic Command Completion

Using this feature is as simple as pressing the Tab key. For example, the cat line command is
used to display the contents of an ASCII text file. The name of this file, which is in the current
directory, is this_is_a_file. So, to open this file, the user can type cat thi and then press the
Tab key. If the directory has only one file that starts with the letters t-h-i, Bash automatically
completes the name of the file. If the directory has other files that start with the same letters,
Bash completes the name of the file as far as possible. For example, let’s say that there is a
file in the current directory with the name this_is a text file and another named
thisAlsoIsAFile. Because both files start with the text this, Bash will complete only up to
this and no further. To display a list of possibilities, you then press the Tab key again. This
allows you to manually enter more information. Of course, you can then use the Tab key
again to use the completion feature once more.

Tip Working with the Tab key really makes the command-line interface much easier. Imagine that you
need to manage logical volumes on your server and you remember only that the command for that starts
with 1v. In this case, you can type Iv and press the Tab key twice. The result will be a nice list of all com-
mands that start with 1v, from which you’ll probably recognize the command that you need.

Working with Variables

A variable is simply a common value that is used often enough by the shell that it is stored
with a name. An example of such a variable is PATH, which stores a list of directories that
should be searched when a user enters a command. To refer to the contents of a variable, pre-
fix a $ sign before the name of the variable. For example, the command echo $PATH displays
the content of the current search path that Bash is using.

On any Linux system, you'll get quite a few variables automatically. For an overview of all
of them, you can use the env (short for environment) command. Listing 2-1 shows the result of
this command.

Listing 2-1. The env Command Shows All Variables That Are Defined in Your Shell Environment

To0t@RNA:~# env

TERM=xterm

SHELL=/bin/bash

SSH CLIENT=192.168.1.71 1625 22

SSH_TTY=/dev/pts/1

USER=r00t

LS COLORS=n0=00:fi=00:di=01;34:1n=01;36:pi=40;33:50=01;35:do=01;35:bd=40;33;01:cd\
=40;33;01:
0r=40;31;01:5u=37;41:58=30;43:tw=30;42:0w=34;42:5t=37;44:ex=01;32:*.tar=01;31:*.tgz\
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=01;31:*.arj=0
1;31:*.taz=01;31:*.1zh=01;31:*.2ip=01;31:*.2=01;31:*.7=01;31:*.gz=01;31:*.bz2=01; \
31:*.deb=01;31:*.
Tpm=01;31:*.jar=01;31:*.jpg=01;35:*.jpeg=01;35:*.gif=01;35:*.bmp=01;35:*.pbm=01;\
35:%.pgm=01;35:
*.ppm=01;35:*.tga=01;35:*.xbm=01;35:*.xpm=01;35:*.tif=01;35:*.tiff=01;35:*.png=01;\
35:%.mov=01;3
5:%.mpg=01;35:*.mpeg=01;35:*.avi=01;35:*.f1i=01;35:*.g1=01;35:*.d1=01;35:*.xcf=01;\
35:*.xwd=01;35:

*.flac=01;35:*.mp3=01;35:*.mpc=01;35:*.0gg=01;35:*.wav=01;35:

MAIL=/var/mail/root
PATH=/usr/local/sbin:/usr/local/bin:/usr/sbin:/usr/bin:/sbin:/bin:/usr/games
PWD=/root

LANG=en US.UTF-8

SHLVL=1

HOME=/root

LOGNAME=ro00t

VISUAL=vi

SSH CONNECTION=192.168.1.71 1625 192.168.1.70 22

LESSOPEN=| /usr/bin/lesspipe %s

LESSCLOSE=/usr/bin/lesspipe %s %s

_=/usr/bin/env

Normally, as a user, you'll get your variables automatically when logging in to the system.
The most important source of new variables is the /etc/profile file, a script that is processed
for every user who logs in to the system. Want to add a new variable? Add it to the bottom of
the /etc/profile file to make sure it is available for all users. If you have some code that you
want to apply to /etc/profile, you can put it in a separate file and put that file in the
/etc/profile.d directory as well. The master script /etc/profile will make sure that these
commands also are executed automatically. Don’t worry about naming conventions for this
file because there are none. The only requirement is that the script you put in here contains
valid shell code.

Working with Bash History

Another useful feature of the Bash shell is the history feature, which remembers and lets you
reuse commands you have recently used. By default, the last 1,000 commands are remem-
bered. This feature is useful for sessions beyond even the current one. A file named
.bash_history is created in the home directory of every user, and this file records the last 1,000
commands that the user has entered. You can see an overview of these commands by typing
history at the Bash prompt. Listing 2-2 is an example of this list.

Note In addition to the history command, you can also use the up/down arrow keys, page up/down
keys, and Ctrl+p/Ctrl+n to browse the history.
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Listing 2-2. The history Command Shows a List of All Commands That You Recently Used

sander@RNA:~$ history
1 clear
dpkg -1 "*" | grep “un
aptitude search xen
aptitude show xen-source
aptitude show xen-source-2.6.16
exit
apt-get install xen
sudo apt-get install xen

0 ~N OUT bW N

This is where the history feature becomes especially useful because you can reissue any
command from this list without typing it all over again. If you want to run any of the listed
(and numbered) commands again, simply type its number preceded by an exclamation mark.
In this example, typing !5 would run aptitude show xen-source-2.6.16 again.

Users can also erase their history by using the history command. The most important
option offered by this Bash internal command is the option -c, which clears the history list for
that user. This is especially useful because everything that a user types at the command line—
such as passwords—is recorded. So use history -c to make sure your history is cleared if
you'd rather not have others knowing what you've been up to. Once using this option, how-
ever, you can't use the up arrow key to access previous commands because those commands
are all erased.

Because everything you enter from the command line is saved, I recommend never typing
a plain-text password in the first place, even if you regularly erase the history. Most commands
that do require you to enter a password will prompt you anyway if you don’t enter one right
away.

Managing Bash with Key Sequences

Sometimes, you'll enter a command from the Bash command line and either nothing happens
at all or else something totally unexpected happens. In such an event, it’s good to know that
some key sequences are available to perform basic Bash management tasks. Here are some of
the most useful key sequences:

* Ctrl+C: Use this key sequence to quit a command that is not responding (or simply
takes too long to complete). This key sequence works in most scenarios where the com-
mand is operational and producing output to the screen. In general, Ctrl+C is also a
good choice if you absolutely don’t have a clue as to what’s happening and you just
want to terminate the command that’s running in your shell. If used in the shell itself, it
will close the shell as well.

e Ctrl+D: This key sequence is used to send the end of file (EOF) signal to a command.
Use this sequence when the command is waiting for more input, which is indicated by
the secondary prompt (>). You can also use this key sequence to close a shell session.
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e Ctrl+R: This is the reversed search feature. It will open the “reversed I-search” prompt,
which helps you locate commands that you used previously. The Ctrl+R key sequence
searches the Bash history, and the feature is especially useful when working with longer
commands. As before, type the first characters of the command and you will see the last
command you've used that started with the same characters.

e Ctrl+Z: Some people use Ctrl+Z to stop a command that is running interactively on the
console (in the foreground). Although it does stop the command, it does not terminate
it. A command that is stopped with Ctrl+Z is merely paused, so that you can easily start
it in the background using the bg command or in the foreground again with the fg com-
mand. To start the command again, you need to refer to the job number that the
program is using. You can see a list of these job numbers using the jobs command.

Performing Basic File System Management Tasks

On a Linux system such as Ubuntu, everything is treated as a file. Even a device like your hard
disk is addressed by pointing to a file (which, for your information, has the name /dev/sda in
most cases). Therefore, working with files is the most important task when administering
Linux. In this section, you'll learn the basics of managing a file system. The following subjects
are covered:

* Working with directories
¢ Working with files
* Viewing text files

¢ Creating empty files

Working with Directories

Because files are normally organized in directories, it is important that you know how to han-
dle these directories. This involves a few commands:

¢ cd: This command changes the current working directory. When using cd, make sure to
use the proper syntax. First, names of commands and directories are case sensitive;
therefore, /bin is not the same as /BIN. Next, you should be aware that Linux uses a for-
ward slash instead of a backslash for directory paths. So use cd /bin and not cd \binto
change the current directory to /bin.

Tip Switching between directories? Use cd - to return to the last directory you were in.

* pwd: The pwd command stands for print working directory. Although you can usually see
the directory you are currently in from the command-line prompt (this is a Bash shell
setting), sometimes you can't. If this is the case, pwd offers help.
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e mkdir: If you need to create a new directory, use mkdir. With mkdir you can create a
complete directory structure in one command as well, which is something you can’'t do
on other operating systems. For example, the command mkdir /some/directory will fail
if /some does not already exist. In that case, you can force mkdir to create /some as well:
do this by using the mkdir -p /some/directory command.

e rmdir: The rmdir command is used to remove directories. However, this isn’t the most
useful command because it works only on directories that are already empty. If the
directory still has files and/or subdirectories in it, use rm - or (eveb better) rm -rf,
which makes sure that you'll never get a prompt for confirmation. You should be sure
that you know what you’re doing when using this option.

Working with Files

An important task from the command line is managing the files in the directories. Four impor-
tant commands are used for this purpose:

e 1s lists files.
e rmremoves files.
* cp copies files.

e mv moves files.

Listing Files with 1s

Before you can manage files on your server, you must first know what files are there; to do that
you can use the 1s command. If you just use 1s to show the contents of a given directory, it
displays a list of files. Of course, these files have properties as well, such as a user who is the
owner of the file, some permissions, and the size of the file. To list all the files along with their
properties, use 1s -1. See Listing 2-3 for an example.

Listing 2-3. Example Output of 1s -1

100t@RNA: /boot# 1s -1
total 10032

-IW-T--r-- 1 root root 414210 2007-04-15 02:19 abi-2.6.20-15-server
-IW-T--T-- 1 root root 83298 2007-04-15 00:33 config-2.6.20-15-server
drwxr-xr-x 2 root root 4096 2007-07-29 02:51 grub

-IW-I--T-- 1 root root 6805645 2007-06-05 04:15 initrd.img-2.6.20-15-server
-IW-T--r-- 1 root root 94600 2006-10-20 05:44 memtest86+.bin

-IW-T--1-- 1 root root 812139 2007-04-15 02:20 System.map-2.6.20-15-server
SIW-T--1-- 1 root root 1763308 2007-04-15 02:19 vmlinuz-2.6.20-15-server
-IW-T--1-- 1 root root 240567 2007-03-24 10:03 xen-3.0-1386.gz

Apart from the option -1, 1s has many other options as well. An especially useful one is
the -d option, and the following example shows why. When working with the 1s command,
wildcards can be used. So, 1s * will show a list of all files in the current directory, 1s /etc/*a.*
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will show a list of all files in the directory /etc that have an “a” followed by a dot somewhere in
the file name, and 1s [abc]* will show a list of all files whose names start with either an “a,”
“b,” or “c” in the current directory. But something strange happens without the option -d. If a
directory matches the wildcard pattern, the entire contents of that directory are displayed as
well. This doesn’t really have any useful application, so you should always use the -d option

with 1s when using wildcards.

Tip If you really are sure that you want to use a given option every time you issue a certain command,
you can redefine the command by making an alias for it. If you put the definition of this alias in the system
generic “login script” /etc/profile, it will be available to all users after they log in. To do this, open the
profile file for editing with a command like sudo vi /etc/profile. Next, use the o command to open a
new line and enter alias 1s="1s -d' on that line. Now press Esc to return to Vi command mode and use the
:wq! command to save your changes. The redefined 1s command will now be available to all users who log
in at your server. If the alias is intended for only one user, you can also make sure that it is executed when
logging in by including it in the file .bash_profile in the user’s home directory.

One last thing you should be aware of when using 1s is that it will normally not show any
hidden files. If you want to see hidden files as well, use the -a option.

Note A hidden file s a file whose name starts with a period. Most configuration files that are stored in
user home directories are created as hidden files to prevent the user from deleting the files by accident.

Removing Files with rm

Cleaning up the file system is another task that needs to be performed regularly, and for this
you'll use the rm command. For example, rm /tmp/somefile removes somefile from the /tmp
directory. If you are root or if you have all the proper permissions on the file, you will succeed
without any problem. (See Chapter 5 for more on permissions.) Removing files can be a deli-
cate operation (imagine removing the wrong files), so it may be necessary to push the rm
command a little to convince it that it really has to remove everything. You can do this by
using the -f (force) switch (but only if you really are quite sure). For example, use rm -f
somefile if the command complains that somefile cannot be removed for some reason.
Conversely, to stay on the safe side, you can also use the -i option to rm, which makes the
command interactive. When using this option, rm will ask for every file that it is about to
remove if you really want to remove it.

The rm command can be used to wipe entire directory structures as well; in this case the
-1 option has to be used. If this option is combined with the -f option, the command will
become very powerful and even dangerous. For example, use rm -rf /somedir to clear out the
entire content of /somedir, including the directory /somedir itself.

Obviously, you should be very careful when using rm this way, especially because a
small typing mistake can have serious consequences. Imagine, for example, that you type
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rm -xf / somedir (with a space between / and somedir) instead of xm -xrf /somedir. The rm
command will first remove everything in /. When the rm command is finished with /, it will
remove somedir as well. Hopefully you understand that the second part of the command is no
longer required once the first part of the command has completed.

Caution Be very careful using potentially destructive commands like rm. There is no good undelete
mechanism for the Linux command line, and, if you ask Linux to do something, it doesn’t ask whether you
are sure (unless you use the -1 option).

Copying Files with cp

If you need to copy files from one location in the file system to another, use the cp command.
This command is straightforward and easy to use; for example, use cp ~/* /tmp to copy all
files from your home directory to the /tmp directory. As you can see, in this example I intro-
duced a new item: the tilde (~). The shell interprets that as a way to refer to the current user’s
home directory (normally /home/username for ordinary users and /root for the user root. If
subdirectories and their contents need to be included in the copy command as well, use the
option -r.

You should, however, be aware that cp normally does not copy hidden files. If you need to
copy hidden files as well, make sure to use a pattern that starts with a dot; for example, use cp
~/.* /tmp to copy all files whose names start with a dot from your home directory to the /tmp
directory.

Moving Files with mv

As an alternative to copying files, you can move them. This means that the file is removed
from its source location and placed in the target location, so you end up with just one copy
instead of two. For example, usemv ~/somefile /tmp/otherfile to move the somefile file
to /tmp.

If a subdirectory with the name otherfile already exists in the /tmp directory, somefile
will be created in this subdirectory. If /tmp has no directory with this name, the command will
save the contents of the original somefile under its new name otherfile in the /tmp directory.

The mv command also does more than just move files. You can use it to rename files or
directories, regardless of whether there are any files in those directories. If, for example, you
need to rename the directory /somedir to /somethingelse, usemv /somedir /somethingelse.

Viewing the Content of Text Files

When administering your server, you will find that you often need to modify configuration
files, which take the form of ASCII text files. Therefore, it’s very important to be able to browse
the content of these files. You have several ways of doing this:

* cat: Displays the contents of a file

¢ tac: Does the same as cat, but displays the contents in an inverse order
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 tail: Shows just the last lines of a text file
e head: Displays the first lines of a file

¢ less: Opens an advanced file viewer

» more: Like less, but not as advanced

First is the cat command. This command just dumps the contents of a file on the screen
(see Listing 2-4). This can be useful, but if the contents of the file do not fit on the screen,
you'll see some text scrolling by and, when it stops, you'll only see the last lines of the file dis-
played on the screen. As an alternative to cat, you can use tac as well. Not only is its name
opposite to cat, its result is, too. This command will dump the contents of a file to the screen,
but with the last line first and the first line last.

Listing 2-4. The cat Command Is Used to Display the Contents of a Text File

100t@RNA: /boot# cat /etc/hosts
127.0.0.1 localhost
127.0.1.1 RNA.lan RNA

# The following lines are desirable for IPv6 capable hosts
il ip6-localhost ip6-loopback

fe00::0 ip6-localnet
ff00::0 ip6-mcastprefix
ff02::1 ip6-allnodes
ff02::2 ip6-allrouters
ff02::3 ip6-allhosts

Another very useful command is tail. If no options are used, this command will show the
last ten lines of a text file. The command can also be modified to show any number of lines on
the bottom of a file; for example, tail -2 /etc/passwd will display the last two lines of the
configuration file in which user names are stored. Also very useful for monitoring what hap-
pens on your system is the option to keep tail open on a given log file. For example, if you use
tail -f /var/log/messages, the most generic log file on your system is opened, and, when a
new line is written to the bottom of that file, you will see it immediately. Use Ctrl+C to stop
viewing the file that you opened using tail -f.The opposite of tail is the head command,
which displays the top lines of a text file.

The last two files used to view the contents of text files are less and more. The most
important thing you need to remember about them is that you can do more with less. Con-
trary to common sense, the less command is actually the improved version of more. Both
commands will open your text file in a viewer, as you can see in Listing 2-5. In this viewer you
can browse down in the file by using the Page Down key or the spacebar. Only less offers the
option to browse up as well. Also, both commands have a search facility. If the less utility is
open and displays the content of your file, use /sometext from within the less viewer to locate
sometext in the file. To quit both utilities, use the g command.
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Listing 2-5. The 1ess Command Can be Used as a Viewer to View File Contents

127.0.0.1 localhost
127.0.1.1 RNA.1lan RNA

# The following lines are desirable for IPv6 capable hosts
il ip6-localhost ip6-loopback

fe00::0 ip6-localnet
ff00::0 ip6-mcastprefix
ff02::1 ip6-allnodes
ff02::2 ip6-allrouters

ff02::3 ip6-allhosts
/etc/hosts (END)

Finding Files That Contain Specific Text

As a Linux administrator, you'll sometimes need to search for a specific file by some word or
phrase within the file. Because most configuration files created on your server are ASCII text
files (in the /etc directory or one of its subdirectories), it is rather easy to search for text within
them using the grep utility, which is one of Linux’s most useful utilities. Let’s start with a rather
basic example, in which you want to get a list of all files that contain the text “linda” in /etc.
You can just use grep linda /etc/* and if you want to make sure that you can search files that
are readable for root only, use sudo grep linda /etc/*. Notice that the grep command is case
sensitive. If you want it to be case insensitive, you should include the -i option: grep -i linda
/etc/*. This command produces a list of file names, followed by the line in which the text you
were looking for is shown; see Listing 2-6.

Listing 2-6. The grep Utility Is Useful for Searching Files That Contain a Certain Word or Phrase

sander@NA:~$ sudo grep linda /etc/*
/etc/group:linda:x:1001:

/etc/gshadow:linda:!::
/etc/passwd:1linda:x:1001:1001: :/home/linda:/bin/sh
/etc/shadow:linda:!:13671:0:99999:7:::

If the output gets a little longer, you may find it confusing to see the lines that contain the
text you were looking for as well. If that’s the case, use the -1 (list) option. You'll see only file
names when using this option. Another disadvantage is that grep does not search subdirecto-
ries by default, but you can tell it to do so by using the -1 option. If, however, you want fast
results, be careful with the -r option because searching an entire directory tree structure for
the occurrence of some word in a file is very labor intensive.

Using Regular Expressions

When you get more experience with grep, you'll find that it is a very powerful and versatile
command. Particularly useful is the option to work with advanced regular expressions, which
let you search for very specific text patterns in a file. Imagine, for example, that you want to
find files that contain the text string “nds”, but only if that string occurs as a separate word.
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You wouldn'’t want to retrieve all files that contain the word “commands”, for instance. So you
would use regular expressions, and they offer a wide range of options. Four of them, which are
also known as anchors, are particularly useful:

» "text searches for text at the beginning of a line.

* text$ searches for text at the end of a line.

* \<text searches for text at the beginning of a word.
e text\> searches for text at the end of a word.

When using any of these regular expressions, it is always a good idea to put the search
pattern between single quotes. The single quotes tell the shell not to interpret anything in the
regular expression, so that grep can do the interpretation. So use grep '\<linda' * and not
grep \<linda *.Let’s examine some examples. To show how it works, consider the name
poem file in Listing 2-7.

Listing 2-7. Example Text File

blah ra dala ma na

na blahra dala ma nana
narablah naka dala ma
ka ka radalamanablah

Listing 2-8 shows the result of the different regular expressions.

Listing 2-8. Example of Regular Expression Usage

sander@NA:~$ grep '“blah' poem
blah ra dala ma na

sander@NA:~$ grep 'blah$' poem
ka ka radalamanablah
sander@NA:~$ grep '\<blah' poem
blah ra dala ma na

na blahra dala ma nana
sander@NA:~$ grep 'blah\>' poem
blah ra dala ma na

narablah naka dala ma

ka ka radalamanablah
sander@NA:~$ grep '\<blah\>"' poem
blah ra dala ma na

Asyou can see, in the first example line (grep '~blah’ poem), grep locates only those lines
that start with the text “blah”, which produces one match only. Next, grep 'blah$' poemis
used to find lines that end with the text “blah”. Following that, grep '\<blah' poemisused to
find all lines that contain a word that starts with the string “blah”. Next, you can see that grep
"blah\>" poem finds all words that end with the poem string. Finally, the command grep
"\<blah\>" poem finds only those lines in which “blah” occurs as a word on its own.
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Creating Empty Files

The last file management task discussed in this section is the option to create empty files,
which can be very useful for testing purposes when you need a file to exist but without neces-
sarily having any contents. The touch command will do just that. For example, touch somefile
will create a zero-byte file with the name somefile in the current directory.

You should be aware that it was never the purpose of touch to create empty files. The
main purpose of the command is to open a file so that the last access date and time of the file
that are displayed with 1s are modified to the current time. For example, touch * will set this
time stamp to the present date and time on all files in the current directory. If, however, touch
is used with the name of a file that doesn’t exist as its argument, it will create this file as an
empty file.

Piping and Redirection

Piping and redirection are some of the most powerful features of the Linux command line.
Piping sends the result of a command to another command, and redirection sends the output
of a command to a file. You can also use redirection to send the contents of a file to a com-
mand. The file doesn’t have to be a regular file; for example, it can be a device file. So you can
send output directly to a device, as you will see in the following examples.

Note Every device present on your server is represented by a device file. One of the cool things of Linux
is that you can talk to these device files directly. Try the command cat /dev/sda, for example. It will show
you the binary contents of your server’s hard drive. Pretty cool, isn’t it? You may want to use Ctrl+C to get
out of this stream of data; you can also use the reset command to get the normal appearance of your ter-
minal back.

Piping

The goal of piping is to execute one command and send its output to a second command so
that the second command can do something with it. For instance, a common scenario is when
the output of a command doesn't fit on the screen, in which case the command can be piped
to less, thus allowing you to browse the output of the first command screen by screen. This is
useful when working with 1s -1R, which normally displays a list of files with all properties as
well as all subdirectories of the current directory. To view the output of this command screen
by screen, you can use 1s -1R | less to send the output from the first command (1s -1R) to
the second command (less).

Another very useful command that can be used in a pipe construction is grep. You've
already seen grep as a way of searching files for a given string, but it can also be used to filter
information. This technique is often used to find out whether a given process is running or to
check that a certain network port is offered by your server. For example, the command sudo
ps aux | grep http will show you all lines in the output of the command ps aux (which pro-
duces a list of all processes active at your server) that contain the text “http”. Another example
is sudo netstat -tulpen | grep 22, in which the output of netstat -tulpen (which produces
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alist of all processes that are offering network connections on your server) is examined for the
occurrence of the number 22 (the SSH port). You can see what this looks like in Listing 2-9.

Listing 2-9. Filtering Command Output by Piping to grep

sander@NA:~$ sudo netstat -tulpen | grep 22
tcpb 0 0 :::22 Dok LISTEN 0 15332  4321/sshd

Redirection

Although piping sends the result of a command to another command, redirection sends the
result of a command to a file or the contents of a file to a command. As I mentioned, this file
can be a text file, but it can also be a special file like a device file. An easy example of redirec-
tion is shown in the command 1s -1 > 1list of files.In this command, the redirector (>)
sign will make sure that the result of the 1s -1 command is redirected to the file 1ist_of
files.Iflist_of files doesn't exist yet, this command creates it. If it already exists, this
command overwrites it.

If you don’t want to overwrite the content of existing files, you should use the double redi-
rector sign (>>) instead of the single redirector sign (>). For example, who > myfile will put the
result of the who command (which displays a list of users currently logged in) in the file myfile.
If you want to append the result of the free command (which shows information about mem-
ory usage on your system) to the same file (myfile), then use free >> myfile.

Apart from redirecting output of commands to files, the inverse is also possible when
using redirection. In this case, you are redirecting the content of a text file to a command that
will use that content as its input. For example, the command mail -s "Hi there" root < .
sends a mail to root with the subject line “Hi there”. Because the mail command always needs
a dot at a separate line to indicate the end of the message, in this command the construction
< .1isused to feed a dot to the mail command.

Tip The mail command is a very useful command to send messages to users on your system. | also use
it a lot in shell scripts to send a message to the user root if something goes wrong. To see a list of the mes-
sages that you’ve received this way, just type mail on the command line. Once you stop viewing your e-mail,
press the q key to get out of the list.

When using redirection, you should be aware that you can do more than redirect output
(technically referred to as STDOUT). Commands may produce error output as well, as in the
following example, in which I deliberately made an error (no files that start with a* existed in
the current directory):

1s -1 a*
1s: cannot access a*: No such file or directory

This error output is technically referred to as STDERR. It is possible to redirect STDERR as
well; and you can do this with the 2> construction, which indicates that you are interested in
redirecting only error output. For example, the command grep root * 2> err.txt would



CHAPTER 2 = GETTING THE MOST FROM THE COMMAND LINE

have the grep command find the text root in all files in the current directory. Now the redirec-
tor 2> err.txt will make sure that all error output is redirected to the file err. txt that will be
created for this purpose, whereas STDOUT will be written to the console where the user has
issued this command.

Note The STDIN, STDOUT, and STDERR can be referred to by numbers as well; STDIN = 0, STDOUT =1,
and STDERR = 2.
That’s also the reason why you are using 2> to redirect error output. Similarly, you could use 1> to redi-
rect the standard output instead of > (in the following line in the example).

It’s also possible to redirect both STDOUT as STDERR. This would happen if you use the
command grep root * 2> somefile > someotherfile. In this command, 2> is used to redirect
all error output to somefile; > is then used to redirect all standard output to someotherfile.

As I mentioned previously, one of the interesting features of redirection is that you can
use it to redirect output to regular files, and you can also redirect output to device files. One
of the nice features of a Linux system is that any device connected to your system can be
addressed by addressing a file. Before discussing how this works, take a look at this short and
incomplete list of some important device files that can be used:

e /dev/null: The null device is a special software routine that helps with testing. It throws
away all data written to it (while reporting success) and immediately returns EOF when
read from. Use this device to redirect to “nowhere”.

» /dev/zero: This is your friendly zero generator. Use this device before selling your old
hard drive online; cat /dev/zero > /dev/sda will erase all data on your hard drive and
put zeroes there instead. Want to make sure that no one can ever reconstruct data on
your hard drive? Make sure to run this command several times.

e /dev/ttySo: The first serial port.

e /dev/1po: The first legacy LPT printer port.

» /dev/hda: The master IDE device on IDE interface 0 (typically your hard drive).

e /dev/hdb: The slave IDE device on IDE interface 0 (not always in use).

¢ /dev/hdc: The master device on IDE interface 1 (typically your optical drive).

» /dev/sda: The first SCSI or serial ATA device in your computer.

* /dev/sdb: The second SCSI or serial ATA device in your computer.

» /dev/sdal: The first partition on the first SCSI or serial ATA device in your computer.

e /dev/tty1: The name of the first text-based console that is active on your computer
(from ttyl up to ttyl2).

e /dev/fdo: If available: the diskette drive in your PC.
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One way of using redirection together with a device name is to redirect error output of a
given command to the null device. You would use a command like grep root * 2> /dev/null
to do this. Of course, there’s always the risk that your command is not working properly
because it’s been prevented, and for a good reason. In this case, use (for example) the com-
mand grep root * 2> /dev/tty12, which would log all error output to ttyl2. This can also be
activated with the key sequence Alt+F12 (use Ctrl+Alt+F12 if you are working from a graphical
environment).

Another cool feature you can use with redirection is to send the output from one device to
another device. To understand how this works, let’s first look at what happens when you are
using cat on a device, as in cat /dev/sda. This command would display the complete content
of the sda device on the standard output.

When displaying the contents of a storage device like this, the interesting thing is that you
can redirect it. Imagine a situation in which you have a /dev/sdb as well, and this sdb device is
atleast as large as /dev/sda and is empty at the moment. You can clone the disk just by using
cat /dev/sda > /dev/sdb! However, this redirecting to devices can be very dangerous. Imag-
ine what would happen if you were foolish enough to issue the command cat /etc/passwd >
/dev/sda; it would just dump the content of the passwd file to the beginning of the /dev/sda
device. And because you're working on the raw device here, no file system information is used,
and this command would overwrite all important administrative information that is stored at
the beginning of the device that is mentioned. And you would never be able to boot the device
again! (If you're not an expert in Linux troubleshooting, that is. If you are, it can usually be
repaired.) In Chapter 4, you will learn about the dd command, which can be used to copy data
from one device to another in a way that is much more secure.

Finding Files

Another useful task you should be able to perform on your server is to find files, and find is
the most powerful command to use to do that. The find command helps you find files based
upon any property a file can have. For starters, you can find a file by its name; the access, cre-
ation, or modification date; the user who created the file; or the permissions set on the file. If
you want to find all files whose name begins with hosts, use sudo find / -name "hosts*".1
recommend always putting the string that refers to the file you are looking for between quotes
because doing so ensures that find knows where the argument starts and where it stops.

Note When analyzing a command, the shell parses the command to see what exactly you want to do.
While doing this, it will interpret signs that have a special meaning for the shell (such as *, which is used to
refer to all files in the current directory). To prevent the shell from doing this (so that the special character
can be interpreted by something else; by the command you are using, for example), you should tell the shell
not to interpret the special characters. You can do this by escaping them using any of three methods. If it is
just one character that you don’t want interpreted, put a \ in front of it. If it is a series of characters that you
don’t want interpreted, put them between single quotes. If it is a string that contains certain elements that
you do want to be interpreted, use double quotes. Between double quotes, many special signs such as * and
$ are still interpreted. Chapter 7 deals with shell scripting, and you’ll find more details there.
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Another way of locating files is by the name of the user who created the file. The com-
mand find / -user "alex" will find all files created by user alex. The fun thing about find is
that you can execute a command on the result of the find command by using the -exec option
(for example, if you want to copy all files of user alex to the directory /groups/sales, use find
/ -user "alex" -exec cp {} /groups/sales \;).Insuchacommand, youshould pay atten-
tion to two specific elements. First is the {} construction, which is used to refer to the result of
the find command that you started with. Next is the \; element, which is used to tell find that
this is the end of the part that began with -exec.

To illustrate how this rather complex construction works, let’s have a look at another
example. In this example, you want to search all files owned by user susan to check if the word
“root” occurs in it. So the first thing you need to do is find all files that are owned by user
susan; you can do this by typing find / -user "susan".Next, you need to search these files to
see if they contain the word “root”. To do this, you need a construction like grep root *. How-
ever, that construction is not the right way of doing it because the grep command would
search all files in the current directory. Therefore, you first need to combine the two com-
mands using -exec. Next, you need to replace the * from the grep root * example by {},
which refers to the result of the find command. So the final construction would be find /
-user susan -exec grep root {} \;.If this command gives you too much information, you
can pipe the result through the less command to read the output screen by screen. In that
case, the command would be find / -user susan -exec grep root {} \; | less.

Working with an Editor

For your day-to-day management tasks from the command line, you'll often need a text editor
to change ASCII text files. Although many editors are available for Linux, Vi is still the best and
most popular because of its power and versatility. It is a rather complicated editor, however,
and Ubuntu Server fortunately includes Vim, which is Vi Improved, the user-friendly version
of Vi. To make sure that you use Vim and not Vi, use the following command: echo alias
vi=vim >> /etc/profile. When talking about Vi in this book, I assume that you are using Vim.

Every Linux administrator should be capable of working with Vi. Why? You'll find it on
every Linux distribution and every version of UNIX. Another important reason why you
should get used to working with Vi is that some other commands are based on it. For example,
to edit quota for the users on your server, you would use edquota, which is just a macro built
on Vi. If you want to set permissions for the sudo command, use visudo which, as you likely
guessed, is another macro that is built on top of Vi.

Tip If you'd rather work with an editor that is simple, doesn’t have too many options, and just does the
job, you can use nano instead. This editor doesn’t really require much further explanation.

In this section, I'll provide the bare minimum of information that is needed to work with
Vi. The goal here is just to get you started. You'll learn more about Vi if you really start working
with it on a daily basis.
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Vi Modes

One of the hardest things to get used to when working with Vi is that it uses two modes: the
command mode that is used to enter new commands and the insert mode (also referred to as
the input mode) that is used to enter text. Before being able to enter text, you need to enter
insert mode because, as its name suggests, command mode will just allow you to enter com-
mands. Notice that these commands also include cursor movement. The nice thing about Vi is
that it offers you many choices. For example, you can use many methods to enter insert mode.
I'll list just four of them:

¢ Press i to insert text at the current position of the cursor.

¢ Use a to append text after the current position of the cursor.

* Use o to open a new line under the current position of the cursor (my favorite option).
¢ Use 0 to open a new line above the current position of the cursor.

After entering insert mode, you can enter text and Vi will work just like any other editor.
Now if you want to save your work, you should get back to command mode and use the
appropriate commands. The magic key to return to command mode from insert mode is
Escape.

Tip When starting Vi, always give as an argument the name of the file you want to create with it, or the
name of an existing file you would like to modify. If you don’t do that, Vi will display help text, and you will
have the problem of finding out how to get out of this help text. Of course, you can always just read the
entire help text to find out how that works (or just type :q to stop viewing help).

Saving and Quitting

After activating command mode, you can use commands to save your work. The most com-
mon method is to use the :wq! command, which performs several tasks at once. First, a colon
is used, just because it is part of the command. Then, w is used to save the text you have typed
so far. Because no file name is specified after the w, the text will be saved under the same file
name that was used when opening the file. If you want to save it under a new file name, just
enter the new name after the w command. Next in the :wq! command is g, which makes sure
that the editor is quit as well. Finally, the exclamation mark tells Vi that it shouldn’t complain,
but just do its work. Vi has a tendency to get smart with remarks like “a file with this name
already exists”, so you are probably going to like the exclamation mark. After all, this is Linux,
and you want your Linux system to do as you tell it, not to second-guess you all the time.

As you have just learned, you can use :wq! to write and quit Vi. You can also use the parts
of this command separately. For example, use :w if you just want to write the changes while
working on a file without quitting it, or use :q! to quit the file without writing changes. The
latter option is a nice panic key if something has happened that you absolutely don’t want to
store on your system. This is useful because Vi will sometimes work magic with the content of
your file when you hit the wrong keys. Alternatively, you can recover by using the u command
to undo the most recent changes you made to the file.
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Cut, Copy, and Paste

You don'’t need a graphical interface to use cut, copy, and paste features; Vi could do this back
in the seventies. But you have two ways of using cut, copy, and paste: the easy way and the
hard way. If you want to do it the easy way, you can use the v command to enter the visual
mode, from which you can select a block of text by using the arrow keys. After selecting the
block, you can cut, copy, and paste it.

¢ Use d to cut the selection. This will remove the selection and place it in a buffer.

* Usey to copy the selection to the area designated for that purpose in your server’s
memory.

* Use p to paste the selection. This will copy the selection you have just placed in the
reserved area of your server’s memory back into your document. It will always paste
the selection at the cursor’s current position.

Deleting Text

Deleting text is another process you'll have to do often when working with Vi, and you can use
many different methods to delete text. The easiest, however, is from insert mode: just use the
Delete key to delete any text. This works in the exact same way as in a word processor. As
usual, you have some options from Vi command mode as well:

* Use x to delete a single character. This has the same effect as using the Delete key while
in insert mode.

¢ Use dw to delete the rest of the word. That is, dw will delete everything from the cursor’s
current position of the end of the word.

* Use dd to delete a complete line. This is a very useful option that you will probably like
alot.

That’s enough of Vi for now because I don’t want to bother you with any more obscure
commands. Let me show you how to get help next.

Getting Help

Linux offers many ways to get help. Let’s start with a short overview:

¢ The man command offers documentation for most commands that are available on your
system.

¢ Almost all commands accept the --help argument. Using it will display a short
overview of available options that can be used with the command.

¢ For Bash internal commands, you can use the help command. This command can be
used with the name of the Bash internal command that you want to know more about.
For example, use help for to get more information about the Bash internal command
for.
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Note An internal command is a command that is a part of the shell and does not exist as a program file
on disk. To get an overview of all available internal commands, just type help on the command line.

* The directory /usr/share/doc/ has extensive documentation for almost all programs
installed on your server.

Using man to Get Help

The most important source of information about commands on your Linux system is man,
which is short for the System Programmers Manual. In the early days, they were nine different
volumes that documented every aspect of the UNIX operating system. This structure of sepa-
rate books (nowadays called sections) is still present in the man command. Here is a list of the
available sections and the type of help you can find in these sections:

0 Section 0. Contains information about header files. These are files that are typically in
/usr/include and contain generic code that can be used by your programs.

1 Executable programs or shell commands. For the user, this is the most important sec-
tion because it normally documents all commands that can be used.

2 System calls. As an administrator you will not use this section on a frequent basis. The
system calls are functions that are provided by the kernel. It’s all very interesting if you
are a kernel debugger, but normal administrators won't need this information.

3 Library calls. A library is a piece of shared code that can be used by several different
programs. Typically, a system administrator won't need the information here.

4 Special files. In here, the device files in the directory /dev are documented. This section
can be useful to learn more about the working of specific devices.

5 Configuration files. Here you'll find the proper format you can use for most configura-
tion files on your server. If, for example, you want to know more about the way
/etc/passwd is organized, use the entry for passwd in this section by issuing the com-
mand man 5 passwd.

6 Games. On a modern Linux system, this section contains hardly any information.

7 Miscellaneous. This section contains some information on macro packages used on
your server.

8 System administration commands. This section does contain important information
about the commands you will use on a frequent basis as a system administrator.

9 Kernel routines. This is documentation that isn’t even installed standard and option-
ally contains information about kernel routines.

So the information that matters to you as a system administrator is in sections 1, 5, and 8.
Mostly you don’t need to know anything about the other sections, but sometimes an entry can
be found in more than one section. For example, information on an item called passwd is



CHAPTER 2 = GETTING THE MOST FROM THE COMMAND LINE

found in section 1 as well as section 5. If you just type man passwd, you'll see the content of
the first entry that man finds. If you want to make sure that all the information you need is dis-
played, use man -a <yourcommand>. This makes sure that man browses all sections to see if it can
find anything about <yourcommand>. If you know what section to look in, specify the section
number as well, asinman 5 passwd, which will open the passwd item from section 5 directly.

The basic structure for using man is to type man followed by the command you want infor-
mation about. For example, type man passwd to get more information about the passwd item.
You'll then see a page displayed by the less pager, as can be seen in Listing 2-10.

Listing 2-10. Example of a man Page

PASSWD(1) User Commands PASSWD(1)

NAME
passwd - change user password

SYNOPSIS
passwd [options] [LOGIN]

DESCRIPTION
passwd changes passwords for user accounts. A normal user
may only change the password for his/her own account, while
the super user may change the password for any account.
passwd also changes account information, such as the full
name of the user, the user's login shell, or his/her
password expiry date and interval.

Password Changes
Manual page passwd(1) line 1

Each man page consists of the following elements:

e Name: This is the name of the command. It describes in one or two lines what the com-
mand is used for.

» Synopsis: Here you can find short usage information about the command. It will show
all available options and indicate whether an option is optional (shown between square
brackets) or mandatory (not between brackets).

¢ Description: The description gives the long description of what the command is doing.
Read it to get a clear and complete picture of the purpose of the command.

¢ Options: This is a complete list of all options that are available, and it documents the
use of them all.

e Files: If it exists, this section provides a brief list of files that are related to the command
you want more information about.

e See also: A list of related commands.

e Author: The author and also the mail address of the person who wrote the man page.
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Now man is a very useful system to get more information on how to use a given command.
On its own, however, it is useful only if you know the name of the command you want to read
about. If you don’t have that information and need to locate the proper command, you will
like man -k. The -k option allows you to locate the command you need by looking at keywords.
This option often produces a very long list of commands from all sections of the man pages,
and in most cases you don’t need to see all that information; the commands that are relevant
for the system administrator are in sections 1 and 8. Sometimes, when you are looking for a
configuration file, section 5 should be browsed as well. Therefore, it’s good to pipe the output
of man -k through the grep utility that can be used for filtering. For example, use man -k time
| grep 1toshow only lines from man section 1 that have the word “time” in the description.

Tip Sometimes man -k provides only a message stating that there is nothing appropriate. If this is the
case, run the mandb command. This will create the database that is necessary to search the man indexes.

Using the --help Option

The --help option is pretty straightforward. Most commands accept this option, although
not all commands recognize it. But the nice thing is that if your command doesn’t recognize
the option, it will give you a short summary on how to use the command anyway because it
doesn’t understand what you want it to do. You should be aware that although the purpose of
the command is to provide a short overview of the way it should be used, the information is
very often still too long to fit on one screen. If this is the case, pipe it through less to view the
information page by page.

Getting Information on Installed Packages

Another nice source for information that is often overlooked is the documentation that is
installed for most software packages in the directory /usr/share/doc/. Beneath this directory
you'll find a long list of subdirectories that all contain some usage information. In some cases,
the information is really short and not very good, but in other cases, thorough and helpful
information is available. Often this information is available in ASCII text format and can be
viewed with less or any other utility that is capable of handling clear text.

In many cases, the information in /usr/share/doc is stored in a compressed format. You
can recognize this format by the extension .gz. To read files in this format, you can use zcat
and pipe the output of that to less, which allows you to browse through it page by page. For
example, if you see a file with the name changelog.gz, use zcat changelog.gz | lessto
read it.

In other cases, you will find the documentation in HTML format, which can only be dis-
played properly with a browser. If this is the case, it is good to know that you don’'t necessarily
need to start a graphical environment to see the contents of the HTML file because Ubuntu
Server comes with the w3m browser, which is designed to run from a nongraphical environ-
ment. In w3m you can use the arrow keys to browse between hyperlinks. To quit the w3m utility,
use the g command.
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Summary

This chapter has prepared you for the work you will be doing at the command line. Because
even a modern Linux distribution like Ubuntu Server still relies heavily on its configuration
files and the commands to manage them, this is important information. The real work,
though, starts in Chapter 3, where you'll learn how to perform some of the most important
administration tasks.



CHAPTER 3

Performing Essential System
Administration Tasks

So you have your server up and running, and you've just learned how to get your work done
from the command line. This is where the real work starts! Next, you need to learn how to tune
your server so it does exactly what you want it to. First, you need to know how to manage soft-
ware. Next, even if many in the Linux community will flame you for it, you may want to work
with a graphical interface on your server to accomplish common tasks. Even if Ubuntu Server
is a command line-oriented server, in some situations the graphical interface just makes
things much easier. So I'll explain how to install that at your server. Once the server starts to
take shape, you'll want to make sure that it is properly backed up. And finally, if something
goes wrong, you'll need logging to find out what happened. All these are considered essential
system administration tasks, and you'll learn about them in this chapter.

Software Management

As on any other computer, you'll need to install software on Ubuntu Server on a regular

basis. You can approach software installations in two ways. First and most important are the
software packages containing programs that are ready to install and integrate easily with
Ubuntu Server. The server keeps a list of all software packages that are installed, which makes
managing them much easier. The second approach to software installation is the tarball,
which is basically just an archive that contains files. (For more information about archives, see
the section titled “Creating Backups” later in this chapter.) These files can be really anything
(for example, a backup of your server’s data is stored in a tarball), but the tarball can also be
used to deliver software to install.

You should be aware of two important differences between the two methods of software
installation. One is that your server keeps track of everything that is installed only if that soft-
ware is installed from a package. Software installed from tarballs is not tracked. The second
difference between tarballs and packages is that some software needs other software to be
present before it can be installed. (This is called a dependency.) An example of such a depend-
ency is an application that would need a graphical user interface (GUI) to be present before
you can use it. Both the tarball and the software package have installation programs that can
check if all dependencies have been met, but only the software package interacts via the pack-
age manager software with a database of packages that are installed and packages that are
available at your server. Because of this interaction, the package manager can install missing
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dependencies for you automatically, and this is why software packages are preferred over tar-
balls on modern Linux distributions.

From the preceding information, you may have guessed which way of managing software
is best: use packages and a decent package manager if they're available; use tarballs only if
such a solution is not present for the software you want to install.

For Ubuntu Server, the package manager to use is apt-get. This package manager is
focused on the Debian (.deb) package format. These packages can be managed perfectly with
the apt-get package manager.

Software Repositories and Package Databases

To understand a Linux package manager, you need to know about software repositories. A
software repository can be considered a source of installation for software. On your server, a
list of all these installation sources is kept in the file /etc/apt/sources.list. As an administra-
tor, it is important to be aware of this list. Although the most important software repositories
are added to this file automatically, you may occasionally want to add other software reposito-
ries to this list.

In all repositories, you'll always find the following five package categories:

e main: The main category portion of the software repository contains software that is
officially supported by Canonical, the company behind Ubuntu. The software that is
normally installed to your server is in this category. By working with only this software,
you can make sure that your system remains as stable as possible and—very important
for an enterprise environment—that you can get support for it at all times.

e restricted: The restricted category is basically for supported software that uses a license
that is not freely available, such as drivers for specific hardware components that use a
specific license agreement or software that you have to purchase. You'll typically find
restricted software in a specific subdirectory on the installation media.

* universe: The universe category contains free software that is not officially supported.
You can use it, and it is likely to work without problems, but you won’t be able to get
support from Canonical for software components in this category.

e multiverse: The multiverse component contains unsupported software that falls under
license restrictions that are not considered free.

* backports: In this category, you'll find bleeding-edge software. If you really need to work
with the latest software available, you should definitely get it here. Never use it if your
goal is to install a stable server.

When installing software with the apt-get utility, it will look for installation sources in the
configuration file /etc/apt/sources.list. Listing 3-1 shows a part of its contents.

Listing 3-1. Definition of Installation Sources in sources.list

deb http://security.ubuntu.com/ubuntu hardy-security main restricted
deb-src http://security.ubuntu.com/ubuntu hardy-security main restricted
deb http://security.ubuntu.com/ubuntu hardy-security universe

deb-src http://security.ubuntu.com/ubuntu hardy-security universe
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deb http://security.ubuntu.com/ubuntu hardy-security multiverse
deb-src http://security.ubuntu.com/ubuntu hardy-security multiverse

As you can see, the same format is used in all lines of the sources.1ist file. The first field
in these lines specifies the package format to be used. Two different package formats are used
by default: deb for binary packages (basically precompiled program files) and deb-src for
packages in source file format. Next, the Universal Resource Identifier (URI) is mentioned.
This typically is an HTTP or FTP URL, but it can be something else as well. For instance, it can
refer to installation files that you have on an installation CD or in a directory on your server.
After that you'll see the name of the Ubuntu Server distribution that is used, and you’ll always
see the current server version there. Last, every line refers to the available package categories.
As you can see, most package categories are in the list by default. Only installation sources for
security patches have been included in the partial listing of sources in Listing 3-1. For a com-
plete overview, take a look at the configuration file itself.

Now that you understand how the sources.list file is organized, it follows almost auto-
matically what should happen if you want to add some additional installation sources to this
list: make sure that all required components are specified on the same line and add as many
lines as you want to include additional installation sources. Once an additional installation
source has been added, it will be automatically checked when working on software packages.
For example, if you should use the apt-get update command to update the current state of
your system, the package manager will check your new installation sources as well.

A second important management component used by package managers on your server
is the package database. The most fundamental package database is the dpkg database, which
is managed by the Debian utility dpkg. On Ubuntu, however, the Advanced Packaging Tools
(apt) setis used for package management. These tools add functionality to package manage-
ment that the traditional dpkg approach typically cannot offer. Because of this added
functionality, the apt tools use their own database, which is stored in /var/1ib/apt. By com-
municating with this database, the package manager can query the system for installed
software, and this enables your server to automatically solve package-dependency problems.

Every time a package is installed, a list of all installed files is added to the package data-
base. By using this database, the package manager can even see whether certain configuration
files have been changed, which is very important if you want to update packages at your
server!

Caution Because working with two different package management databases can be confusing, | sug-
gest you choose the package management system that you want to work with and stick to it. In this book,
[ will cover only the apt utilities.

Package Management Utilities

You can use any of several package management utilities on Ubuntu Server. The most impor-
tant of these interact directly with the package database in /var/1ib/apt. You would typically
use the apt-get command for installation, updates, and removal of packages, so you'll find
yourself working with that utility most of the time. You should also know about the aptitude
utility, which works in two ways. You can use aptitude as a command-line utility to query your
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server for installed packages, but aptitude also has a menu-driven interface that offers an
intuitive way to manage packages. If this still isn’'t easy enough, you can use the graphical util-
ity Synaptic as an alternative. Both aptitude and Synaptic are front-end utilities for apt. Before
you can use Synaptic, however, you need to install a GUI, and I don’t recommend doing that.
You can read more about that later in this chapter.

Understanding apt

Before you start working on packages on Ubuntu Server, it is a good idea to decide what tool
you want to use. It'’s a good idea because many tools are available for Ubuntu Server, and each
of them uses its own database to keep track of everything installed. To prevent inconsistencies
in software packages, it’s best to choose your favorite utility and stick to that. In this book I'll
focus on the apt-get utility, which keeps its database in the /var/1lib/apt directory. This is my
favorite utility because you can run apt-get as a very easy and convenient tool from the com-
mand line to perform tasks very quickly. The apt-get utility works with commands that are
used as its argument, such as sudo apt-get install something. In this example, install is the
command you use to tell apt-get what you really want to do. Likewise, you can use some other
apt-get commands. The following four commands are the most important building blocks
when working with apt-get:

 update: This is the first command you want to use when working with apt-get. It
updates the list of packages that are available for installation. Use it to make sure that
you install the most recent version of a package.

* upgrade: Use this command to perform an upgrade of your server’s software packages.

¢ install: This is the command to use every time you want to install a specific software
package. It’s rather intuitive. For example, if you want to install the Xen software pack-
age, you would just type apt-get install xen.

* remove: You've probably guessed already, but you'll use this one to remove installed
packages from your server.

Note To work with apt-get, you need root privileges. So make sure to use sudo for all apt-get
commands.

Showing a List of Installed Packages

Before you start managing packages on Ubuntu Server, you probably want to know what
packages are already installed, and you can do this by issuing the dpkg -1 command. It will
generate a long list of installed packages. Listing 3-2 shows a partial result of this command.
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Note The apt-get utility is not the most appropriate way to list installed packages because it can see
only those packages that are installed with apt. If you have installed a package with dpkg (which | do not
recommend), you won'’t see it with apt-get. So to make sure that you don’t miss any packages, | recom-
mend using dpkg -1 to get a list of all installed packages.

Listing 3-2. The dpkg -1 Command Shows Information About Installed Packages

$ dpkg -1

ii  xvidtune 1.0.1-Oubuntul X client - xvidtune

ii xvinfo 1.0.1-Oubuntul XVideo information

il xwd 1.0.1-0Oubuntul X client - xwd

ii  xwininfo 1.0.1-0ubuntul X client - xwininfo

il xwud 1.0.1-Oubuntul X client - xwud

ii yelp 2.18.1-0Oubuntu Help browser for GNOME 2

ii  zenity 2.18.1-0ubuntu Display graphical dialog boxes from shell sc
il zip 2.32-1 Archiver for .zip files

ii zlibig 1.2.3-13ubuntu compression library - runtime
ii zlibig-dev  1.2.3-13ubuntu compression library - development

The result of the dpkg command shows information about packages and their status. The

first character of the package shows the desired status for a package, and this status indicates
what should happen to the package. The following status indicators are used:

¢ i:You'll see this option in most cases, indicating that the package will be installed.
¢ h: This option (for “hold”) indicates that the package cannot be modified.
¢ p: This option indicates that the package will be purged.

 1:This option indicates that the package will be removed without removing associated
configuration files.

¢ u: This option indicates that the current desired status is unknown.

The second character reveals the actual state of the package. You'll find the following

options:

e I:The package is installed.

» c: Configuration files of the package are installed, but the package itself is not.
¢ f:The package is not guaranteed to be correctly installed.

 h: The package is partially installed.

* n: The package is not installed.

* u: The package did install, but the installation was not finalized because the configura-
tion script was not successfully completed.
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The third character indicates any known error state associated with the package. In most
cases you'll just see a space (so basically you don't see anything at all), indicating that nothing
is wrong. Other options are as follows:

¢ H: The package is put on hold by the package management system. This means that
dependency problems were encountered, in which case some required packages are
not installed.

* R:Reinstallation of the package is required.
» X: The package requires reinstallation and has been put on hold.

The dpkg command can be used to show a list of packages that are already installed in
your system, but you can also use it to display a list of packages that are available to your sys-
tem. The only difference is that you have to provide some information about the package. For
example, the command dpkg -1 "samba*" would provide information about the current
installation status of the Samba package. Listing 3-3 shows the result of this command.

Listing 3-3. Dpkg Can Be Used to Display a List of Packages That Are Available

sander@mel:~$ dpkg -1 "samba*"

Desired=Unknown/Install/Remove/Purge/Hold

| Status=Not/Installed/Config-files/Unpacked/Failed-config/Half-installed

|/ Err?=(none)/Hold/Reinst-required/X=both-problems (Status,Err: uppercase=bad)
||/ Name Version Description

un samba-common  <none> (no description available)

As you can see in the output that is provided for each package, the first two positions
show that the package status is currently unknown. In combination with some smart use of
the grep command, you can even use this construction to find out what packages are available
for installation on your server. In the command dpkg -1 "*" | grep “un, the grep command
is used to filter out all packages that show a result that starts with the letters “un,” which is
very typical for a package that is not installed.

You can also use the dpkg utility to find out what package owns a certain file. This is very
useful information. Imagine that a file is broken and you need to refresh the package’s installa-
tion. To find out what package owns a file, use dpkg --seach /your/file. The command will
immediately return the name of the package that owns this file.

Using aptitude

On Ubuntu, a few solutions are available for package management. One of these is aptitude.
The major benefit of this solution is that it is somewhat more user friendly because it can work
with keywords, which are words that occur somewhere in the description of the package. For
example, to get a list of all packages that have “xen” (the name of the well-known Linux virtu-
alization product) in their description, you would use aptitude search samba. Listing 3-4
shows the result of this command.
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Listing 3-4. Showing Package Status Based on Keywords

sander@mel:~$ aptitude search samba

[sudo] password for sander:

p  dpsyco-samba - Automate administration of access to samba
p  ebox-samba - ebox - File sharing

p  egroupware-sambaadmin - eGroupWare Samba administration application

p  gsambad - GTK+ configuration tool for samba

p samba - a LanManager-like file and printer server
v samba-client -

p  samba-common - Samba common files used by both the server

p  samba-dbg - Samba debugging symbols

p  samba-doc - Samba documentation

p  samba-doc-pdf - Samba documentation (PDF format)

p system-config-samba - QUI for managing samba shares and users

Once you have found a package using the aptitude command, you can also use it to
show information about the package. To do this, you'll use the show argument. For example,
aptitude show samba | less will show you exactly what the package samba is all about (see
Listing 3-5). As you can see, in some cases very useful information is displayed.

Listing 3-5. The aptitude show Command Shows What Is Offered by a Package

sander@mel:~$ aptitude show samba

Package: samba

State: not installed

Version: 3.0.28a-1ubuntu4

Priority: optional

Section: net

Maintainer: Ubuntu Core Developers <ubuntu-devel-discuss@lists.ubuntu.com>

Uncompressed Size: 9425k

Depends: adduser, debconf (>= 0.5) | debconf-2.0, libacli (»>= 2.2.11-1),
libattr1 (>= 2.4.4-1), libc6 (>= 2.7-1), libcomerr2 (>= 1.33-3),
libcupsys2 (»>= 1.3.4), libgnutlsi3 (>= 2.0.4-0), libkrb53 (>=
1.6.dfsg.2), libldap-2.4-2 (>= 2.4.7), libpam-modules, libpam-runtime
(>= 0.76-13.1), libpamog (>= 0.99.7.1), libpopto (>= 1.10), logrotate,
1sb-base (»>= 3.0-6), procps, samba-common (= 3.0.28a-1ubuntu4),
update-inetd, zlibig (>= 1:1.2.3.3.dfsg-1)

Suggests: openbsd-inetd | inet-superserver, smbldap-tools

Replaces: samba-common (<= 2.0.5a-2)

Description: a LanManager-like file and printer server for Unix

The Samba software suite is a collection of programs that implements the

SMB/CIFS protocol for unix systems, allowing you to serve files and printers to

Windows, NT, 0S/2 and DOS clients. This protocol is sometimes also referred to

as the LanManager or NetBIOS protocol.

This package contains all the components necessary to turn your Debian
GNU/Linux box into a powerful file and printer server.
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Currently, the Samba Debian packages consist of the following:

samba - LanManager-like file and printer server for Unix.
samba-common - Samba common files used by both the server and the client.
smbclient - LanManager-like simple client for Unix.
swat - Samba Web Administration Tool
samba-doc - Samba documentation.
samba-doc-pdf - Samba documentation in PDF format.
smbfs - Mount and umount commands for the smbfs (kernels 2.2.x and above).
libpam-smbpass - pluggable authentication module for SMB/CIFS password
database
libsmbclient - Shared library that allows applications to talk to SMB/CIFS
servers
libsmbclient-dev - libsmbclient shared libraries
winbind - Service to resolve user and group information from Windows NT
servers

It is possible to install a subset of these packages depending on your
particular needs. For example, to access other SMB/CIFS servers you should only
need the smbclient and samba-common packages.

http://www.samba.org/

Adding and Removing Software with apt-get

The best tool to perform package management from the command line is apt-get. It provides
a very convenient way to install, update, or remove software packages on your machine. It
requires root permissions, so you should always start the command with sudo.

Before you do anything with apt-get, you should always use the apt-get update com-
mand first. Because apt-get gets most software packages online, it should always know about
the latest available versions of those packages. The apt-get update command makes sure of
this, and it caches a list of the most recent version of packages that are available on your
server. Once the update is performed, you can use apt-get to install and remove software.
Installation is rather easy: to install the package blah, use apt-get install blah. The advan-
tage of the apt-get command is that it really tries to understand what you are doing. This is
shown in Listing 3-6, where the apt-get command is used to install the Samba server software.

Listing 3-6. The apt-get Command Tries to Understand What You Want to Do

sander@mel:~$ sudo apt-get install samba
Reading package lists... Done
Building dependency tree
Reading state information... Done
The following extra packages will be installed:
libcupsys2 samba-common
Suggested packages:
cupsys-common openbsd-inetd inet-superserver smbldap-tools
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The following NEW packages will be installed:
libcupsys2 samba samba-common
0 upgraded, 3 newly installed, 0 to remove and O not upgraded.
Need to get 6849kB of archives.
After this operation, 16.8MB of additional disk space will be used.
Do you want to continue [Y/n]? y
Get:1 http://us.archive.ubuntu.com hardy/main libcupsys2 1.3.7-1ubuntu3 [174kB]
1% [1 libcupsys2 99595/174kB 57%]

In the example from Listing 3-6, everything went all right because a package with the
name samba exists. In some cases, you'll see that apt-get doesn’'t understand what you want it
to do. If that happens, it sometimes gives a hint about the package that you need to install
instead. If that doesn’t happen either, try to search the appropriate package first, using the
aptitude search command.

You can also use apt-get to remove software, upgrade your system, and much more. The
following list provides an overview of the most important functions of the apt-get command.
Be aware that you should always run the command with root permissions, so use sudo to start
apt-get (or set aroot password and work as root directly).

e Install software: Use sudo apt-get install package. If you have problems installing the
packages, use sudo apt-get -f install. It will force installation of the packages and
not halt on errors.

* Remove software: Use sudo apt-get remove package. This option does not remove con-
figuration files. If you need to remove those as well, use sudo apt-get remove --purge
package.

» Upgrade software: To upgrade your complete operating system, use sudo apt-get
update first so that you're sure that apt-get is aware of the most recent version of the
packages. Then use sudo apt-get dist-upgrade.

Making Software Management Easy with Synaptic

I know, Ubuntu Server is not supposed to be a graphical operating system, but, as you'll see
later in this chapter, it is perfectly possible to install a graphical system. A GUI makes adminis-
tering your Ubuntu Server a lot easier. One of the tools that come with the graphical interface
is the Synaptic package manager. As you can see in Figure 3-1, it offers a very intuitive inter-
face to help you install and manage software packages. It isn't installed by default, however, so
use sudo apt-get install synaptic first to install it. Make sure to do this only after you have
installed X, as described in the next section of this chapter.

In Synaptic, the Sections button is a good starting point because clicking it allows you to
see all available software, organized by software category. To see what'’s inside a category, click
it; a list of available packages will be displayed in the right part of the Synaptic window. Click-
ing an individual package will provide a description of the package, allowing you to see exactly
what is in it. Next, select the Mark for Installation option and click Apply. You'll then see the
window in Figure 3-2, asking you if you really want to install this package. Click Apply to start
the installation.
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Figure 3-1. The Synaptic package management tool really makes software management easy.

Figure 3-2. Click Apply to start installation of the selected package.
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Another very useful option from the Synaptic interface is the Search feature. Click Search
and select the software you are looking for from the window that’s displayed. Click Search
again and you'll see a list with all matching packages. If you want to use these packages, mark
these for installation and click Apply.

Installing Software from Tarballs

Most software for Ubuntu is available from the normal Ubuntu installation channels. Some-
times, however, you'll encounter software in other formats, such as source files that are
delivered in the .tar.gz format. These packages have been archived with the tar utility and
then compressed with gzip, so they’re known as farballs.

Before doing anything with the files in a tarball, you need to extract them. For instance,
the tarball blah.tar would be extracted using tar -xf blah.tar. Extraction will reveal that the
tarball contains one of two types of files: source files and binary files. You will recognize the
source files by their extension; if you see many files that have the extension .c, you are defi-
nitely dealing with source files. If the tarball contains binary files, it's normally enough to run
the installation program and install them. This installation program will normally be included
in the archive. The best way to find it is to look at the names of the files you've just extracted.
In many cases, you will see files with a name such as setup or install, and if you don't see
anything that looks like an installation program, see if there is a file with the name readme that
contains a clue about how to install your software. If the tarball contains source files, you first
have to compile them.

Before starting to install software by compiling its source files, you need to be aware of
something. Although you’ll probably end up with perfectly working software, all the software
that you install in this way is unmanaged. This means that it will not be updated when you
update everything else on your server, simply because the software is not in the databases
maintained by software management programs such as apt-get. Therefore, I always recom-
mend that you try to install software using the regular Ubuntu software installation methods
first. If that doesn't work (and only then), use the method described next.

Caution The procedure described here works in many cases, but it doesn’t work all the time for the
simple reason that it is all dependent on the person who created the package. | always recommend that you
read the readme file that comes with most source files to see if the software installation has any specific
instructions or requirements.

1. Before starting to compile the source files, you need to make sure that the required
compiler is installed on your server. The command dpkg -1 | grep gcc is an excellent
choice to do that because most (although not all) software is written in the C program-
ming language, which uses gcc as its compiler. If you don’t see the gcc compiler, use
apt-get install gcc to install it before you proceed.
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Tip To describe this procedure, I've downloaded the latest version of nmap from http://insecure.
org/nmap/download.html. If you want to follow this procedure, download this file as well.

2. Once you have downloaded the software you want to install into your home directory,
use 1s -1 to check how the file is compressed. If the file has the .bz2 extension, it has
been compressed with the bzip2 utility. To uncompress it, you need the tar command-
line switch -j. If the file has the . gz extension, it has been compressed with the gzip
utility, and the tar utility needs the -z switch to extract it. Our example file is com-
pressed with bzip2, so run the tar -jxvf nmap* command to extract the archive. In this
command, the option x is used to extract the tar archive, the option v does thatin a
verbose way so that you'll see what happens, and the option f nmap* specifies that the
name of the file you want to extract is anything that starts with “nmap.” This creates a
subdirectory in your current directory in which all source files are installed. Now acti-
vate this subdirectory with the cd command.

3. From the directory that was created while extracting the tarball, run the ./configure
command. This command will verify that everything required to install the selected
software is present on your server. If the utility fails, it is usually because some required
software component was not installed. If this is the case, you'll see an error message
stating what exactly is missing. Read what software component that is, and install it
before you proceed. When . /configure runs without errors, continue with the next
step.

4, Compiling software is a lot of work and involves very complex commands. However,
the make utility is available to make the compiling process easier. This utility reads a file
with the name Makefile that has to be present in the directory with the source files;
based on the instructions in that file, it compiles the software. Depending on the soft-
ware that you want to install, the compiling process can take a long time. Once it’s
finished, though, continue with the next step.

5. You should now have all the program files that you need. But you're not quite done
because you still have to make sure that these files are copied to the appropriate paths
on your server. To do this, you must run the make install command as root. Type sudo
make install and press Enter. This completes the installation of the source files for
your machine, and they'’re ready for use.

Configuring a Graphical User Interface

I'll make this clear from the start: you shouldn’t be reading this section, and I shouldn’t have
written it. Installing a GUI on Ubuntu Server is not a good idea for several reasons:

¢ You'll make your server more vulnerable.

¢ You don't get the full five years of support on the graphical elements.
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¢ Valuable system resources are required to run the GUL

¢ Most essential tasks cannot be performed from a graphical interface. You'll still have to
create and configure text configuration files, anyway.

Despite all the objections, doing everything at the command line can be quite a chore if
you have no Linux experience. Personally, I believe in freedom of choice. You want to use a
graphical interface to get familiar with Ubuntu Server? That’s fine with me. However, if you are
an experienced Linux server administrator and you don’t want to waste system resources on a
useless graphical interface, please skip ahead to the section called “Creating Backups.” That’s
fine with me as well. Are you still hesitant about whether or not to install a GUI? If so, Table 3-1
lists some advantages and disadvantages for you to consider.

Table 3-1. GUI Advantages and Disadvantages

Advantages Disadvantages

Makes administration easier Security risks
Slows down your server

GUIs are often rather limited

Are you still with me? Okay, that means you want to install a GUI. As you saw in the pre-
ceding section, installing software is easy with Ubuntu Server. When installing a graphical
interface, however, you need to make some choices, the first of which is the kind of graphical
interface you want to use. You basically have two different options: the window manager and
the desktop environment.

In general, a window manager is a program that manages graphical program windows
and other graphical elements on your server. A desktop environment is a complete graphical
workspace that also offers a wide range of applications. If you have worked with Ubuntu on
the desktop, you are probably familiar with the GNOME desktop manager, which is the default
graphical user environment for the desktop. Besides window managers and desktop environ-
ments, you can also choose to install graphical tools that help you do remote administration
of your server. In the next subsections you'll learn how to install these three components. I'll
also explain how to turn Ubuntu Server into something very similar to Ubuntu Desktop by
installing the complete Ubuntu Desktop graphical interface.

Installing the GNOME Desktop Manager

Because you probably want to install a graphical desktop to make managing Ubuntu Server
easier, in this section you’ll learn how to set up the GNOME desktop. I chose GNOME because
it is the most complete graphical desktop environment available for Linux. Installing it is
rather easy with apt-get; you just have to know what to install. To install everything that is
needed, enter the following command:

sudo apt-get install xserver-xorg xfonts* gnome gdm

This command makes sure that all required software is copied to your system. Some of
the software has to be downloaded from the Internet, and it can take awhile before everything
is installed. After that, reboot and you will have a complete graphical user environment, like
the one shown in Figure 3-3.
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Figure 3-3. It doesn’t come by default, but you certainly can manage Ubuntu Server from a
graphical interface.

Note Even if the graphical interface that you have just enabled makes system administration a lot easier,
installing it doesn’t make Ubuntu Server a graphical system. At some points, it makes sense to use a graphi-
cal interface, such as if you need a browser to look up some information on the Internet or if you want to
install software packages using the Synaptic package management program. In essence, however, system
administration on Ubuntu Server happens from the command line. Where relevant, though, I'll indicate which
graphical programs can make administration tasks easier for you.

Installing a Lightweight Graphical Environment

Let’s face it. GNOME is pretty, but it’s also a rather heavy graphical environment. If you want to
work with a GUI anyway, it may be a better idea to install a lightweight window manager
instead, such as openbox. To install it, use the following command:

sudo apt-get install xserver-xorg x-window-system-core openbox

You can now start the graphical user environment by running the startx command.
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Installing a Full-Scale Graphical Desktop

You really should not do this because it will turn your Ubuntu Server into a Ubuntu Desktop
with all server programs installed; but because some people like to know how to do it, you can
install the complete graphical desktop on Ubuntu Server. Before doing so, make sure that you
really want to do it because support for your server will be a problem. For example, if there is a
conflict between a package that is used by both a core server element and a core desktop ele-
ment, there is a risk that the desktop element will break server functionality. If you have a
support contract with Canonical, it can’t help you because the graphical desktop is not sup-
ported on Ubuntu Server. You'll also find that not many people on the Internet can help you,
either, because very few people want to use this unsupported method.

Some people just want to run everything on one computer and instead of running it on
Windows, they want to make it an all-Ubuntu computer. One of the cool things about Linux is
that you can use it any way you want. To install the full-scale graphical desktop on Ubuntu
Server, use the following command:

apt-get install ubuntu-desktop

Caution It may look useful to work with a GUI on your server, but you won’t get support if you do. So it’s
better to avoid it altogether!

Managing Your Server Remotely with eBox

The new eBox utility offers a way to manage your server remotely from a web interface. So if
you want graphical management options without installing the complete GUI, use eBox. eBox
is modular, which means that there are different modules for different services. You can just
install the complete package by using the following:

sudo apt-get install ebox

You can choose to install the bare minimum as well. To find out what that is, you first
need an overview of all eBox modules that are available. Use the following command to get
that information:

apt-cache rdepends ebox | unig

While installing eBox, you'll be asked to supply a password for the eBox user. Remember
this password and keep it in a safe place; you'll need it to access eBox from the web browser
later. Once installed, you can access the eBox web interface from https://yourserver/ebox.
Figure 3-4 shows you what its interface looks like.
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Figure 3-4. If you want graphical management, but not the graphical interface on your server,
eBox offers a decent web-based administration platform.

When installing eBox, normally only the default modules are installed. Although these
modules fit in most situations, sometimes a module that you need is not installed. If that hap-
pens too often, install the eBox-all package as well. From this package you'll find several
modules, such as the network module that allows you to change network configuration, the
firewall module that makes configuring a firewall a lot easier, and even a CA module that
helps you set up a Certificate Authority for your server. So it might be a good idea to install the
eBox-all package in all situations by using sudo apt-get install ebox-all.

After installing the modules, you can’t use them immediately. This makes sense because
you don't want to enable a module that manages a server that’s not installed on your server. So
you have to enable a module before you can use it. To enable a disabled module, click Module
status. Next, click all modules that you want to enable and then click Save to apply the
changes.
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You'll find that working with eBox is rather easy. Just remember one vital thing: everything
you change from the eBox interface has to be saved. For most modules, you'll find a Save
changes link in the upper-right corner; click it to make sure that your changes are applied to
your server.

Creating Backups

One thing always seems to be true about computers: one day they’ll fail. If the computer in
question is a server, the failure can cause huge problems. Companies have gone bankrupt
because their vital data was lost. Therefore, making decent backups of your data is essential.
In this section, I'll cover two different methods of creating backups, all of which are native
Linux solutions. Apart from these solutions, quite a few commercial backup solutions are
available that fit into the backup infrastructure that is often used at the enterprise level in a
company. Those solutions are very specific, and I do not include them in this book. I'll discuss
two backup solutions: making file backups with tar and making device backups using dd.

Making File Backups with tar

The command-line utility tar is probably the most popular Linux backup utility. It functions
as a standalone utility to write backups to an archive. This archive can be tape (hence the
name tar, which stands for tape archiver), but it can also be anything else. For instance, tar-
based backups are often written to a file instead of a tape, and if this file is compressed with a
compression utility like bzip2 or gzip, you'll get the famous tarball, which is a common
method to deliver software installation archives. In this section, you’ll learn how to create tar
archives and how to extract files from them. I'll also provide some tips and tricks to help you
get the most out of the tar utility.

Note The tar command is not only used for backup and restore; on the Internet you’ll find many tar
packaged software archives as well. Even when working in an environment in which a package manager is
used, you'll find that occasionally you need to unpack tar archives as well. In the section “Installing Soft-
ware from Tarballs,” you’ll find more information.

Creating an Archive File

In its most basic form, tar is used to create an archive file. The typical command to do so is
tar -cvf somefile /somedirectory.This tar command has a few arguments. First, you need
to indicate what you want to do with the tar command. In this case, you want to create an
archive. (That’s why the option c is used; the “c” stands for create.)

After that, I used the option v (verbose). Although it’s not required, it often comes in handy
because verbose output lets you see what the tar command is actually doing. I recommend
always using this option because sometimes a tar job can take a really long time. (For
instance, imagine creating a complete archive of everything that’s on your hard drive.) In cases
such as these, it’s nice to be able to monitor what exactly happens and that’s what the option v
is meant to do.
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Next, you need to specify where you want the tar command to send its output. If you
don't specify anything here, tar defaults to the standard output (STDOUT). In other words, it
simply dumps all the data to your server’s console. This doesn’'t accomplish much, so you
should use the option f (file) to specify what file or device the output should be written to.

In this example, I've written the output to a file, but, alternatively, you can write output to
a device file as well. For example, the command tar -cvf /dev/mto /somedir will write the
result of the tar command to the /dev/mt0 device, which typically is your tape drive.

The last part of the tar command specifies exactly what you want to put into your tar
archive. In the example, the directory /somedir is archived. It’s easy to forget this option, but if
you do, tar will complain that it is “cowardly refusing to create an empty archive.”

And you should know a couple of other things about tar. First, the order of arguments
does matter. So there is a difference between tar -cvf /somefile /somedir and, for example,
tar -f /somefile -vc /somedir.The order is wrong in the last part, and tar won't know what
you want it to do. So, in all cases, first specify what you want tar to do. In most cases, it’s either
c (to create an archive), x (to extract an archive), or t (to list the contents of the archive). Then
specify how you want tar to do that; for example, you can use v to tell tar that it should be
verbose. Next, use the f option to indicate where you want tar to write the backup, and then
specify what exactly you want to back up.

Creating an archive with tar is useful, but you should be aware that tar doesn’t compress
one single bit of your archive. This is because tar was originally conceived as a tape streaming
utility. It streams data to a file or (typically) a tape device. If you want tar to compress the con-
tents of an archive as well, you must tell it to do so. And so tar has two options to compress
the archive file:

¢ z: Use this option to compress the tar file with the gzip utility. This is the most popular
compression utility because it has a pretty decent compression ratio and it doesn’t take
too long to create a compressed file.

* j: Use this option to compress the tar file with the bzip2 utility. This utility compresses
10 to 20 percent better than gzip2, but at a cost: it takes as twice as long.

So, if you want to create a compressed archive of the directory /home and write that
backup to a file with the name home. tar.gz, you would use the following command:

tar -czvf home.tar.gz /home

Note 0f course, you can use the bzip2 and gzip utilities from the command line as well. Use gzip
file.tar to compress file.tar. This command produces file.tar.gz as its result. To decompress that
file, use gunzip file.tar.gz, which gives you the original file.tar back. If you want to do the same
with bzip2, use bzip2 file.tar to create the compressed file. This creates a file with the name
file.tar.bz2, which you can decompress using the command bunzip2 file.tar.bz2.
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Extracting an Archive File

Now that you know how to create an archive file, it’s rather easy to extract it. Basically, the
command-line options that you use to extract an archive file look a lot like the ones you
needed to create it in the first place. The important difference is that, to extract a file, you need
the option x (extract), instead of c (create). Here are some examples:

e tar -xvf /file.tar: Extracts the contents of file.tar to the current directory

e tar -zxvf /file.tar.gz: Extracts the contents of the compressed file.tar to the cur-
rent directory

e tar -xvf /file.tar C /somedir: Extracts the contents of /file.tar to a directory with
the name /somedir

Moving a Complete Directory

Most of the time, tar is used to write a backup of one or more directories to a file. Because of
its excellent handling of special files (such as stale files that are used quite often in databases),
tar is also quite often used to move the contents of one directory to another. Some people
perform this task by first creating a temporary file and then extracting the temporary file into
the new directory. This is not the easiest way because you need twice the disk space taken by
the directory whose contents you want to move: the size of the original directory plus the
space needed for the temporary file. The good news is that you don’t have to do it this way.
Use a pipe and you can directly blow the contents of one directory to another directory.

To understand how this works, first try the command tar -cC /var ..In this command,
the option c is used to tell tar that it should create an archive. The option C is used to archive
the contents of the directory /var, not the complete directory. This means that in the archive
itself, you won't see the original directory name /var. So, if there’s a file called /var/blah, you
will see blah in the archive, not var/blah, which would have been the case if you omitted the
option C (aleading / is always stripped from the pathname in a tar archive). Now, as you may
have noticed, in the tar -cC /var example, the option f /somefile.tar isn't used to specify
where the output goes, so all the output is sent to STDOUT, which is your console. Don'’t forget
the dot at the end of the command line; it tells the tar command what it has to archive. If you
forget it, tar won't archive anything and just give you the error message “cowardly refusing to
create an empty archive”.

So that’s the first half of the command, and you ended up with a lot of output dumped
on the console. Now, in the second part of the command, you'll use a pipe to redirect all that
output to another command, which is tar -xC /newvar. This command will capture the tar
archive from STDOUT and extract it to the directory /newvar (make sure that newvar exists
before you run this command). You'll see that this method allows you to create a perfect copy
of one directory to another. So the complete command that you need in this case looks like
this:

tar -cC /var . | tar -vxC /newvar
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Creating Incremental Backups

Based on the information in the previous section, you can probably see how to create a
backup of one or more directories. For instance, the tar -cvf /backup.tar /var /home /srv
command creates a backup of three directories: /home, /var, and /srv. Depending on the size
of these directories, this command may take some time. Because such large backups can take
so long, it’s often useful to make incremental backups, which is a backup in which the only
files that get written to the backup are those that have changed since the last backup. To do
this, you need the option g to create a snapshot file.

An incremental backup always follows a full backup, so you have to create the full backup
first. In this full backup, you should create a snapshot file, which contains a list of all files that
have been written to the backup. The following command would do that for you (make sure
that the directory /backup exists before running the command):

tar -czvg /backup/snapshot-file -f /backup/full-backup.tar.gz /home

The interesting thing about the snapshot file is that it contains a list of all files that have
been written to the backup. If, two days after the full backup, you want to make a backup of
only the files that have been changed in those two days, you can repeat essentially the same
command. This time, the command will check the snapshot file to find out what files have
changed since the last full backup, and it'll back up only those changed files. So your Monday
backup would be created by the following command:

tar -czvg /backup/snapshot-file -f /backup/monday-backup.tar.gz /home

These two commands created two files: a small file that contains the incremental backup,
and a large file that contains the full backup. In an incremental backup scheme, you'll need to
make sure that at some point a full backup is created. To do this, just remove the snapshot-file
that was used in the preceding example. Because tar doesn't find a snapshot file, it will
assume that you need to make a full backup and create the new snapshot file for you.

If you want to restore all files from an incremental backup, you need to restore every
single file, starting with the first file that was created (typically the full backup) and ending
with the last incremental backup. So, in this example, the following two commands would
restore the file system back to the status at the time that the last incremental backup was
created:

tar -xzvf /backup/full-backup.tar.gz
tar -xzvf /backup/monday-backup.tar.gz

Making Device Backups Using dd

You won't find a more versatile utility than tar to create a file system-based backup. In some
cases, however, you don’'t need a backup based on a file system; instead, you want to create a
backup of a complete device or parts of it. This is where the dd command comes in handy. The
basic use of the dd command is rather easy because it takes just two arguments: if= to specify
the input file and of= to specify the output file. The arguments to those options can be either
files or block devices. So, the command dd if=/etc/hosts of=/home/somefile can be used as a
complicated way to copy a file.
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Note dd is, strangely enough, short for “convert and copy.” Unfortunately, the cc command was already
being used by something else, and the developers choose to use dd instead.

More interesting is the use of dd to copy a complete device. For example, consider the
command dd if=/dev/cdrom of=/mycd.iso. It would help you create an ISO file of the CD-
ROM that’s in the drive at that moment.

You may wonder why you shouldn’t just copy the contents of your CD-ROM to a file with
the name /mycd.iso. Well, the reason is that a CD-ROM, like most other devices, typically
contains information that cannot be copied by a mere file copy. For example, how would you
handle the boot sector of a CD-ROM? You can’t find that as a file on the device because it’s just
the first sector. Because dd copies sector by sector, on the other hand, it will copy that informa-
tion as well.

Tip Did you know that it’'s easy to mount an IS0 file created with dd? You only need to know that you
have to use the -o loop option, which allows you to mount a file like any normal device. So to mount
/mycd.iso on the /mnt directory, you would need sudo mount -o loop /mycd.iso /mnt.Check
Chapter 4 for more information about the mount command.

Making a backup of a CD-ROM with dd is one option. And any other similar device can be
copied as well. How would you go about making a complete copy of your entire hard disk? It’s
easy, but I recommend that you first boot your server using the rescue option that you can
find on the installation CD-ROM. Doing this gives you a complete Linux system that doesn’t
use any of the files on your server’s hard disk, which ensures that no files are in use at that
moment. As an alternative, you can boot your server from any live CD-ROM or DVD. A
Knoppix CD-ROM would work, for example. Before you start, make sure that you know what
device is used by your server’s hard drive. The best way to find out is by using the sudo fdisk -1
command, which provides a list of all partitions found on your server, with the local hard disk
coming first.

In most cases, the name of your hard drive will be /dev/sda, but it may be /dev/hda or
something completely different. Let’s assume that your server’s hard drive is /dev/sda, and you
now have to attach a second hard drive to your server. Typically, this second drive would be
known as /dev/sdb. Next, you can use the dd command to clone everything from /dev/sda to
/dev/sdb: dd if=/dev/sda of=/dev/sdb. This command takes quite some time to complete,
and it also wipes everything that currently exists on /dev/sdb, replacing it with the contents of
/dev/sda. Unfortunately, it often takes several hours to dd everything from one hard disk to
another.

Configuring Logging
The last essential system administration task covered in this chapter is logging. It’s obviously
very important to understand where certain information is recorded on your server. Knowing
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this helps you troubleshoot when something doesn’t work out the way you expect. Also,
understanding how logging works may help prevent your entire server from filling up with log
files. On Ubuntu Server, syslog is used to configure logging. You'll learn now how to configure
it and where its associated log files are written.

Configuring syslog

Logging on to Ubuntu Server is handled by the syslogd process. The process reads its configu-
ration file /etc/syslog.conf and based on the instructions it finds there, it determines what
information is logged to what location. You can even define different destinations for different
logs. For example, information can be logged to files or a terminal, or (if it is very important) a
message can be written to one or more users who are logged in at that moment. Listing 3-7
shows the default contents of /etc/syslog.conf.

Listing 3-7. Contents of syslog.conf

To0t@RNA:~# cat /etc/syslog.conf
# /etc/syslog.conf Configuration file for syslogd.

#

# For more information see syslog.conf(5)
# manpage.

#

# First some standard logfiles. Log by facility.

#

auth,authpriv.* /var/log/auth.log
*.*%;auth,authpriv.none -/var/log/syslog

#icron.* /var/log/cron.log
daemon.* -/var/log/daemon.log
kern.* -/var/log/kern.log
lpr.* -/var/log/lpr.log
mail.* -/var/log/mail.log
user.* -/var/log/user.log
uucp.* /var/log/uucp.log

#

# Logging for the mail system. Split it up so that
# it is easy to write scripts to parse these files.

#

mail.info -/var/log/mail.info
mail.warn -/var/log/mail.warn
mail.err /var/log/mail.err

# Logging for INN news system
#
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news.crit /var/log/news/news.crit
News.err /var/log/news/news.err
news.notice -/var/log/news/news.notice
#
# Some 'catch-all' logfiles.
#
*.=debug;\

auth,authpriv.none;\

news.none;mail.none -/var/log/debug

*.=info;*.=notice;*.=warn;\
auth,authpriv.none;\
cron,daemon.none;\

mail,news.none -/var/log/messages
#
# Emergencies are sent to everybody logged in.
#
*.emerg *
#
# I like to have messages displayed on the console, but only on a virtual
# console I usually leave idle.
#
#daemon,mail.*;\
# news.=crit;news.=err;news.=notice;\
# *.=debug;*.=info;\
# *.=notice;*.=warn /dev/tty8

# The named pipe /dev/xconsole is for the 'xconsole' utility. To use it,
# you must invoke 'xconsole' with the '-file' option:

#

# $ xconsole -file /dev/xconsole [...]

#

# NOTE: adjust the list below, or you'll go crazy if you have a reasonably
# busy site..

#

daemon.*;mail.*;\
news.crit;news.err;news.notice;\
*.=debug;*.=info;\
*.=notice;*.=warn | /dev/xconsole

You can see from this listing that different rules are specified to define logging, and each
of these rules has different parts. The first part of a log definition is the facility, which provides
a basic idea of what part of the system the log message came from. The following available
facilities are predefined:
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auth: Generic information, related to the authentication process. This is the process in
which users log in and